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概要 

NetApp® E シリーズ E2800 ハイブリッドストレージシステムは、ビデオ監視、エンタープラ

イズバックアップターゲット、リモートオフィス混在のワークロードなど、幅広いストレー

ジ要件に最適です。本レポートには、NetApp SANtricity ® の複数のシステム構成オプション

に関する詳細なシステム情報が記載されます。また、E2800 システムの詳細をセールスエン

ジニア、パートナー、サービスプロバイダ、お客様に紹介することもできます。 

 

<<本レポートは機械翻訳による参考訳です。公式な内容はオリジナルである英語版をご確認ください。>> 
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はじめに 

NetApp E シリーズ E2800 ストレージシステムは、ビデオ、分析、バックアップの各アプリケーション

に対して大規模なシーケンシャル I/O を処理する上でもバランスのとれたパフォーマンスを提供し、広範

なデータストレージ要件に対応します。また、小規模から中規模のエンタープライズ混在ワークロード

向けに、スモールランダム I/O の要件にも対応できます。E2800 には次のようなメリットがあります。 

• ハイブリッドドライブ構成のサポート。 

• 柔軟性の高いモジュラ型ホスト インターフェイス（SAS、FC、iSCSI） 

• 高い信頼性（最大 99.9999%）。 

• わかりやすい管理機能IT ジェネラリスト向けのシンプルな管理、ストレージスペシャリス

ト向けの詳細なドリルダウン。 

• SANtricity Unified Manager の中央管理インターフェイスを使用すると、従来の Storage Manager 

の Enterprise Management Window（EMW）では使用できない時間節約機能を使用できます。 

• Remote Storage Volumes を使用すると、機器のアップグレードプロセスを合理化したり、E シリー

ズ以外のデバイスから E シリーズシステムにデータを移動したりするためのデータ移行機能を提供

したりすることができます。 

これらの機能が搭載されたエントリレベルのストレージシステムは、柔軟性とパフォーマンス機能を

備えているため、エンタープライズワークロードをサポートする際に、簡易性と効率性を損なうこと

はありません。さらに、E2800 ストレージシステムの完全冗長 I/O パス、高度な保護機能、幅広い診

断機能によって、高レベルの可用性、データ整合性、セキュリティを実現しています。 

 

E2800 AltaVaultの主なユースケース 

柔軟性に優れたホストインターフェイスオプションと幅広いドライブ選択肢を備えた E シリーズ E2800 

ストレージシステムは、最小限の初期投資で簡単に拡張できる戦略を備えた強力なストレージシステム

を必要としている企業に最適なストレージプラットフォームです。E2800 ストレージシステムは、次の

ような特定用途向けワークロードにスケールアップできます。 

• あらゆる規模の企業に適したビジネスクリティカルなバックアップ環境 

• ビデオアプリケーションとビデオ監視環境 

• 中小企業向けの Microsoft Exchange や SQL Server などの一般的な IT アプリケーション 

• アプライアンスの統合に適した効率的なブロックストレージ 

 

E2800 システムのオプション 

表 1 に示す ように、E2800 には HDD と SSD の両方をサポートする 3 種類のシェルフオプションが

用意されており、パフォーマンスとアプリケーションに関するさまざまな要件を満たします。 

表 1）E2800 コントローラシェルフおよびドライブシェルフのモデル 
 

コントローラシ

ェルフモデル 

ドライブシェルフモデ

ル 

シェルフあたりのドラ

イブ数（外部） 

ドライブのタイプ 

E2812 DE212C 12 NL-SASドライブ×3.5 

2.5 インチ SAS SSD 

E2824 DE224C 24 2.5 インチ SAS ドライブ

（HDD および SSD） 

E2860 DE460C 60 NL-SASドライブ×3.5 

2.5 インチ SAS ドライブ

（HDD および SSD） 
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コントローラシ

ェルフモデル 

ドライブシェルフモデ

ル 

シェルフあたりのドラ

イブ数（外部） 

ドライブのタイプ 

メモ：E2812 では、最大 4 台のシェルフがサポートされています。このシェルフには、コントローラド

ライブシェルフを 1 台と、最大 3 台の拡張ドライブシェルフを搭載できます。E2824 は同じシェルフ

数、つまり合計 96 個のドライブスロット（24 ドライブシェルフ × 4）を使用します。E2860 では最大 

2 台の拡張ドライブシェルフがサポートされ、合計 180 本のドライブスロットが搭載されています。シェ

ルフモデルはすべて同じストレージアレイに混在させることができますが、合計 180 個のドライブスロ

ットが、E2800 アレイファミリーでサポートされる最大ドライブスロット数です。 

E2812 と E2824 シェルフのオプションでは、1 台（シンプレックス構成）または 2 台（デュアル構

成）のコントローラキャニスターがサポートされます。一方、E2860 ではコントローラキャニスターを 

2 台のみサポートされます。すべてのシェルフで、冗長性を確保するために 2 台の電源装置と 2 台のフ

ァンユニットがサポートされただし、12 ドライブシェルフと 24 ドライブシェルフには電源とファンキ

ャニスターが 2 つ搭載されており、60 ドライブシェルフ（DE460C）には電源装置とファンユニットが

別々に搭載されています。これらのシェルフには、図 1 に示すように、12 本のドライブ、24 本のドラ

イブ、または 60 本のドライブを収容できます。 

注： デュプレックス構成では、両方のコントローラが同一の構成である必要があります。 
 

図 1）E2800 シェルフオプション（デュプレックス構成を含む） 
 

 
 

注 ：DE460C の 4 ラックユニット（RU）の 60 ドライブシェルフでは、各シェルフに電力を

供給するために 2 つの 220VAC 電源が必要です。 
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各 E2800 コントローラには、アウトオブバンド管理用に 2 つのイーサネット管理ポートがあり、冗長な

ドライブ拡張パスを実現するために 2 つの 12Gbps（x4 レーン）ワイドポート SAS ドライブ拡張ポー

トがあります。E2800 コントローラには、2 つのホストポート（光ファイバ 16Gb FC/10Gb iSCSI × 

2、または 10Gb iSCSI Base-T ポート × 2）も内蔵されています。表 2 に示すホストインターフェイス

カード（HIC）の 1 つを各コントローラに取り付けることができます。 
 

表 2）コントローラのオプションと関連する HIC オプション 
 

コントローラ タイプ 2 ポート / 4 ポ

ートの 12Gb 

SAS HIC を使

用します 

16Gb FC / 
10Gb iSCSI 

HIC × 2 ポー

ト / 4 ポート 

4 ポート 

32Gb FC 

25Gb iSCSI 

× 4 ポート 

10Gb iSCSI

（Base-T）× 

2 ポート 

E2800：オプティカルベ

ースボードポート搭載 

はい はい はい はい はい 

E2800：Base-T ベース

ボードポートとの接続

に対応しています 

はい いいえ いいえ いいえ はい 

メモ ：ソフトウェア機能パックをフィールドで適用すると、光ベースボードポートおよび光 HIC ポ
ートのホストポートプロトコルを FC から iSCSI に、または iSCSI から FC に変更できます。

混在プロトコルの設定は、ベースボードホストポートを 1 つのプロトコルに設定し、拡張 HIC 

ポートを別のプロトコルに設定した場合にサポートされます。 

光接続の場合は、実装ごとに該当する SFP を注文する必要があります。E2800 のすべての光ファイバ接

続には、OM4 ファイバケーブルを使用します。使用可能なホストインターフェイス機器の一覧について

は、Hardware Universe を参照してください。図 2 は、E2800 のオンボードホストインターフェイスオ

プションの構成を示しています。 
 

図 2）オンボードの iSCSI Base-T ポートを備えた E2800 コントローラと光ベースポートを備えた E2800 コントローラ 

 

 

注 ：16Gb / 8Gb / 4Gb FC または 10Gb iSCSI の場合は統合 SFP（X-48895-00-R6）を使用しま
すが、1Gb iSCSI の場合は 1Gb iSCSI SFP（X-48896-00-C）を使用する必要があります。 
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ホストプロトコルの変更の詳細な手順について は、https://mysupport.netapp.com/eseries の

「 Upgrading 」 > 「 Hardware Upgrade 」の項を参照してください。 

 

SANtricity の管理機能 

NetApp E シリーズと EF シリーズアレイは、信頼性、可用性、シンプルさ、セキュリティで高い評価を

受けています。最新の SANtricity OS を実行する新世代の E シリーズおよび EF シリーズアレイは、

Common Criteria Certified（NDcPP v2 認定）として認定されており、Canadian Communications 

Security Establishment（CSE）サイトに掲載されています。 

 

導入 

E2800 ベースのストレージアレイにインストールするコンポーネント は、図 3 の回答の状況によって異

なります。 
 

図 3）インストールする SANtricity 管理コンポーネントの決定ツリー 

 
 

注 ：同期ミラーリング機能や非同期ミラーリング機能を使用しておらず、新世代の E5700 ま
たは E2800 ストレージアレイのみを使用している場合は、Unified Manager をインストール
して複数のアレイを管理する代わりに、各アレイを Web ブラウザでブックマークに登録す
る方法があります。 

 

単一の E2800 ストレージアレイ 

新しいアレイが 1 つだけで、同期ミラーリング機能や非同期ミラーリング機能を使用していない場合

は、SANtricity System Manager ですべての構成を処理できます。図 4 はこの構成を示しています。 
 

図 4）SANtricity System Manager を使用した単一の E2800 の管理 

 

https://mysupport.netapp.com/eseries
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複数の新世代ストレージアレイ 

新世代のストレージアレイが 1 つ以上ある場合は、Unified Manager をインストールして環境全体を管

理しながら、NetApp SANtricity System Manager でストレージアレイベースの構成をすべて管理するこ

とができます。複数のアレイを管理するには、図 5 に示すように、Unified Manager から SANtricity シ

ステムマネージャを起動します。 
 

図 5）SANtricity Unified Manager と SANtricity System Manager を使用した複数の新しい世代のシステムの管理 

 
 

 

新世代と従来型のストレージアレイが混在しています 

従来の E2700 または E5600 アレイと新世代の E2800 または E5700 アレイが混在する環境では、次の手

順を実行します（図 6）。 

• SANtricity Storage Manager の Enterprise Management Window（EMW）を使用して、E2800 ス

トレージアレイでのアレイベースのタスクを実行する SANtricity System Manager を起動しま

す。 

• 従来の E シリーズストレージアレイでのアレイベースのタスクには、Array Management Window

（AMW）を使用します。 
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図 6）SANtricity Storage Manager と System Manager を使用したアレイ混在環境の管理 
 

 
 

選択し たコンポーネントをインストールして設定する概要の詳細については、該当するエクスプレスガイ

ドを参照して導入手順を確認してください。 

 

SANtricity Unified Manager 

SANtricity Unified Manager は、従来の SANtricity Storage Manager Enterprise Management Window

（EMW）に代わる Web ベースの一元管理インターフェイスで、E2800 / EF280 および E5700 / 

EF570 E シリーズアレイの新世代を管理します。Unified Manager GUI にはバージョン 3.0 以降の 

SANtricity Web サービスプロキシが付属しており、管理対象アレイへの IP アクセスが設定された管理

サーバにインストールされます。Unified Manager では、最大 500 台のアレイを管理できます。 

SANtricity Unified Manager に次の時間節約機能が追加されました。 

• 同じ種類のコントローラを使用する複数のアレイを一度にアップグレードします。 

• SANtricity System Manager と同様に、Lightweight Directory Access Protocol（LDAP）とロール

ベースアクセス制御（RBAC）をサポートしています。Unified Manager では、証明書管理ワーク

フローを簡易化して、Unified Manager または Web Services Proxy サーバの証明書（信頼ストア

とキーストア証明書）を管理します。 

• では、作成、名前、配置可能なグループ別に配列を整理できます。 

• アレイ間で共通の設定をインポートできるため、各アレイのセットアップ手順の重複から時間を

節約できます。 

• ミラーリングの管理を完全にサポート 

https://mysupport.netapp.com/eseries
https://mysupport.netapp.com/eseries
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• E2800 / EF280 および E5700 / EF570 アレイで、Secure Socket Layer（SSL）インターフェイス

を使用した同期ミラーリングと非同期ミラーリングをサポートします。EMW は、イニシエータ

またはターゲットアレイが従来の E2700、E5600 / EF560、またはそれ以前のアレイモデルの場

合にのみ必要です。 

E シリーズ SANtricity Unified Manager または E シリーズ SANtricity Web サービスプロキシは、ネッ

トアップサポートソフトウェアのダウンロードページから入手できます。いずれかのリストに移動す

ると、SANtricity Unified Manager のダウンロードページに統合された Web サービスプロキシが表示

されます。 

インストールウィザードが完了 すると、Unified Manager を開くことができます。また、図 7 に示すよう

に、SANtricity Web サービスプロキシに直接アクセスすることもできます。 
 

図 7）Web Services Proxy インストールウィザードの最終ダイアログボックス 

 

 
Web Services Proxy のインストール後に Unified Manager UI を開く場合は、ブラウザを開き、Web 

Services Proxy ソフトウェアのインストール時に予約されていたサーバの IP アドレスとセキュアポート

番号に移動します。たとえば https://<proxy-FQDN>:<port #>/、の形式で URL を入力し、Unified 

Manager のリンクを選択します。/um URL にを追加すると、Unified Manager のログインページ（図 

8）に直接アクセスできます。例：https://<proxy-FQDN>:<port #>/um 
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図 8）SANtricity Unified Manager のログインページ 

 
SANtricity Unified Manager のナビゲーション 

SANtricity Unified Manager のログインページは SANtricity System Manager と似ていますが、管理者が

アレイの管理パスワードを初期ログイン時に設定する必要があります。SANtricity Unified Manager に

は、工場出荷時のデフォルトの admin アカウントがあります。 

 

ストレージ コントローラの検出および追加 

SANtricity EMW と同様に、SANtricity Unified Manager では管理対象のアレイを検出する必要がありま

す。EMW と同様に、単一のアレイを検出するか、一連の IP アドレスをスキャンして複数のアレイを同

時に検出できます。図 9 に示すタブまたはリンクを選択 して、Add/Discover ウィザードを開きます。

検出されたアレイは、Unified Manager で管理するように選択します。 
 

図 9）SANtricity Unified Manager のランディングページ - アレイの検出と追加 
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検出されて追加されたアレイは、Unified Manager のランディングページに表示されます（図 10）。 
 

図 10）SANtricity Unified Manager のランディングページ 

 

 
グループ別に配列を整理する 

Unified Manager にアレイを追加したら、アレイをグループ化してアレイ管理環境を編成できます。図 11 

は、EF280 アレイをグループに追加した状態を示しています。この機能は、すべての新世代の E シリーズ

および EF シリーズアレイで使用できます。 
 

図 11）SANtricity Unified Manager でアレイを編成するためのグループの作成 

 
 

組み込みのウィザード を使用すると、図 12 に示すように、アレイをグループにすばやく簡単に追加でき

ます。 
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図 12）Unified Manager でのグループの作成 
 

 
 

SANtricity Unified Manager で は、図 13 に示すように、新しいグループ内のアレイのサブセットだけを表

示できます。 
 

図 13）新しく作成したグループを示す SANtricity Unified Manager 

 
 

設定のインポートと操作の表示 

SANtricity Unified Manager のその他の機能では、完了までに時間がかかる処理を表示できなければなり

ません。たとえば、あるストレージアレイから別のストレージアレイに設定をインポートする場合など

です。この機能は、SANtricity 11.50 以降を実行した E シリーズまたは EF シリーズのアレイをすでに

含む環境に新しいアレイを取り付ける場合に特に便利で、時間を節約できます。たとえば、すべてのシ

ステムで同じアラート設定と NetApp AutoSupport ® 設定を使用する場合は、設定のインポートウィザ

ードを使用して、設定カテゴリ、コピー元のアレイ、インポート先のアレイを選択し、完了をクリック

します。設定をコピーする操作が、[Operations] ビューに 表示されます（図 14 を参照）。 
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メモ ：別のストレージアレイから設定をインポートするときは、特にアラート要件と固有のストレ

ージ構成が異なる場合に注意してください。ストレージ構成オプションが成功するのは、ソー
スアレイとデスティネーションアレイのハードウェア構成が同じ場合のみです。インポート機

能では、保留中のインポートに関する詳細は表示されず、確認を求められません。[完了] をク

リックすると、コピー / インポートプロセスを停止できません。 
 

図 14）SANtricity Unified Manager の処理の表示 

 

 
Unified Manager を使用した SANtricity OS の更新 

BMCファームウェアを更新するには、次の手順を実行します。 

1. ランディングページの [アップグレードセンター] にある [Manage SANtricity OS Software 

Repository] ダイアログボックスを使用して、SANtricity OS ソフトウェアを Unified Manager 

の SANtricity OS ソフトウェアリポジトリにインポートします。 

 
2. Unified Manager のランディングページで、アップグレードセンターをクリックし、SANtricity 

OS ソフトウェアのアップグレードをクリックします。 
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3. SANtricity OS ソフトウェアのアップグレードページで、次の項目を選択します。 

− 必要な SANtricity OS ファイルと NVSRAM ファイル 

− 選択した SANtricity OS ファイルに適したアップグレード対象のアレイ 

− OS ファイルをただちに転送してアクティブ化するか、あとでアクティブ化するかを指定します 

4. [開始] をクリックして続行します。 

 
5. [Confirm Transfer and Activation] ページで、[Upgrade] と入力し、[Upgrade] をクリックして 

SANtricity OS ファイルの転送を開始します。 
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転送が開始されると、Upgrade SANtricity OS Software ウィンドウが表示されます。選択したアレイ

のステータスは、アップグレードプロセスの実行中に更新されます。最初のステータスは、[稼働状況

の確認中]、[ファイル転送中]、[再起動中] です。 

 
ファイルが転送され、コントローラのリブートが完了すると、OS ソフトウェアアップグレ

ードのステータスが「 Successful 」に変わります。 

 
Unified Manager のランディングページに戻ると、SANtricity OS ソフトウェアのバージョンには、新

しくインストールされた SANtricity OS のバージョンが反映されます。 
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SANtricity Unified Manager のセキュリティ 

SANtricity Unified Manager では、LDAP、RBAC、SSL 証明書など、SANtricity System Manager と同じ

セキュアな管理機能がサポートされます。詳細 とワークフローの例については、TR-4712：『 NetApp 

SANtricity Management Security Feature Details and Configuration Guide 』を参照してください。 

 

SANtricity Unified Manager による非同期リモートミラーリング 

Unified Manager では、E2800 / EF280 アレイと E5700 / EF570 アレイの間に非同期リモートミラーリン

グを設定できます。SANtricity 11.62 以降では、Unified Manager を使用してミラー関係が作成されます。

概要全体については、E シリーズ / SANtricity 11 ドキュメントセンターの「 SANtricity 同期ミラーリング

と非同期ミラーリング」（11.62 以降）または SANtricity Unified Manager のオンラインヘルプを参照して

ください。SANtricity Unified Manager はバージョン 4.2 以降である必要があり、SANtricity System 

Manager は OS バージョン 11.62 以降である必要があります。 

SANtricity 11.62 より前のバージョンでは、2 つの新しい世代の E シリーズアレイ間または新しい世代

の E シリーズアレイと従来の E シリーズアレイ間でのミラーリングの概要については、「 SANtricity 

同期および非同期ミラーリング（11.61 以降）」を参照してください。 

SANtricity システムマネージャ 

概要 

SANtricity System Manager は、E2800 アレイに組み込みの管理ソフトウェア、Web サービス、イベント

監視機能、セキュアな CLI、AutoSupport を提供します。E2700 および E5600 コントローラを使用する以

前のアレイには、この機能が組み込まれていないか、SANtricity System Manager 11.40 以降のバージョン

で導入されたセキュリティ機能がありません。E2800 と従来型の E シリーズのストレージアレイが混在す

る環境では、さまざまな管理オプションがあります。表 3 に 、管理のユースケースの概要を示します。 

表 3）管理のユースケース 
 

タスク 混在環境 E5700/EF570/E2800/EF280のみ

の移行 

管理と検出 
 

管理ドメイン内のアレイを検

出します 

• EMW • SANtricity Unified Manager 

管理ドメインにアレイを追加

するか、管理ドメインからア

レイを削除します 

• EMW • SANtricity Unified Manager 

https://www.netapp.com/us/media/tr-4712.pdf
https://www.netapp.com/us/media/tr-4712.pdf
https://www.netapp.com/us/media/tr-4712.pdf
https://docs.netapp.com/ess-11/index.jsp
https://docs.netapp.com/ess-11/index.jsp
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タスク 混在環境 E5700/EF570/E2800/EF280のみ

の移行 

 • SANtricity ストレージ管

理 CLI（SMcli） 

 

SANtricity System 

Managerを起動します。 
該当なし • SANtricity Unified Manager 

• ブラウザから直接 

AMW を起動します • EMW 使用不可 

AutoSupport と従来のサポートバンドルの収集 

AutoSupport、AutoSupport 

OnDemand、AutoSupport リモ

ート診断機能を有効または無効

にします 

• EMW 

• SMcli 

• System Manager 

• SANtricity Unified Manager 

• SANtricity Web Services Proxy 

• System Manager Secure CLI の略 

すべてのアレイまたは選択し

たストレージアレイの 

AutoSupport ログを表示します 

• EMW 

• SMcli 

• System Manager 

• REST 

• Secure CLISecure CLI 

選択したストレージアレイのレ

ガシーサポートバンドルの収集

を有効または無効にします 

• EMW 

• SMcli 

使用不可 

サポートバンドルの収集スケジュ

ールを指定します 

• EMW 

• SMcli 

使用不可 

設定とステータス 

設定済みのアレイに関する情

報（アラート設定以外）を表

示します 

• AMW 

• SANtricity Web Services Proxy 

• SMcli 

• System Manager 

• REST 

• Secure CLISecure CLI 

各アレイの IP アドレスを表

示します 

• AMW 

• REST 

• SMcli 

• SANtricity Unified Manager 

• System Manager 

• REST 

• Secure CLISecure CLI 

各アレイの WWN を表示します • AMW 

• REST 

• SMcli 

• System Manager 

• REST 

• Secure CLISecure CLI 

各アレイのステータスを表示しま

す 

• EMW/AMW 

• REST 

• SMcli 

• SANtricity Unified Manager 

• System Manager 

• REST 

• Secure CLISecure CLI 

非同期リモートミラーリン

グのグループとペアを設定

します 

• EMW/AMW 

• REST 

• SMcli 

• 『SANtricity System Manager

ヘルプ』 

アレイレベルの構成、プロビ

ジョニング、および調整を表

示します 

• AMW 

• REST 

• SMcli 

• System Manager 

• REST 

• Secure CLISecure CLI 

アラートおよび SNMP の設定 
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タスク 混在環境 E5700/EF570/E2800/EF280のみ

の移行 

グローバルアラート設定を表

示または設定します 

• EMW 

• REST 

• SMcli 

• 使用不可 

• REST 

アレイの E メールサーバまたは 

SNMP を設定します 

• EMW 

• REST 

• SMcli 

• System Manager 

• REST 

グローバルアラート設定に基づい

てテスト E メールを送信します 

• EMW 

• REST 

• SMcli 

• 使用不可 

• REST 

証明書の処理：SSL 情報の表示、

証明書署名要求（CSR）の取得、

新しい証明書のインポート 

使用不可 • System Manager 

• REST 

syslog 設定が便利です 使用不可 • System Manager 

• REST 

過去 30 日間の統計 I/O データ

を保存できます 

使用不可 • System Manager 

• REST 

アプリケーションタグをボリュー

ムに適用 

使用不可 • System Manager 

• REST 

E2800 ストレージシステムは SANtricity OS にあらかじめ搭載されています。この OS には SANtricity 

System Manager 11.60 が含まれています。SANtricity OS を実行する E2800 ストレージシステムをまと

めて検出するには、最新バージョンの SANtricity Unified Manager を含む Web サービスプロキシをダウ

ンロードします。新旧の混在環境を管理するには、最新バージョンの SANtricity Storage Manager 11.6x 

をネットアップサポートサイトからストレージシステムに IP でアクセスできる管理サーバにダウンロー

ドします。 

注 ：SANtricity Storage Manager バージョン番号の x は、SANtricity 11.60 x バージョン番号の x 以

上である必要があります。 

以前のバージョンの SANtricity Storage Manager（EMW）では、SANtricity 11.60 を実行している 

E2800 アレイを検出できませんただし、SANtricity Storage Manager 11.6x では、新しい E2800 アレ

イと過去 5 年間の E シリーズアレイソフトウェアのすべてのバージョンを検出できます。 

SANtricity Storage Manager ソフトウェアパッケージをダウンロードしてインストールする理由は次のと

おりです。 

• 従来型と新世代の E シリーズまたは EF シリーズのアレイが複数あり、EMW からエンタープライ

ズビューでデータを表示したい場合。 

• 古い世代のアレイや新世代のアレイから同期または非同期のリモートミラーリングを使用するこ

とを計画しています。 

• SMcli をレガシーモードで使用する必要があります。 

• 従来型アレイ用の Host Utilities パッケージ（SMutils）が必要です。ホストパッケージは I/O 生成

ホストにロードされます。 

• マルチパスフェイルオーバー（Windows ホストパッケージの一部として提供）を実行するに

は、Windows ホストに Microsoft Windows Device-Specific Module（DSM ；デバイス固有モジ

ュール）をインストールする必要があります。 

最新バージョンの SANtricity Web サービスプロキシと Unified Manager をダウンロードしてインストール

する理由は次のとおりです。 
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• 新しい世代の E シリーズまたは EF シリーズアレイが複数あり、SANtricity Unified Manager から

エンタープライズビューを求めている場合。 

• 新しい世代のアレイのみで同期または非同期のリモートミラーリングを使用することを計画している。 

• 新しい管理機能を使用して、より使いやすい UI でアレイをセットアップおよび整理する必要がある。 

• SANtricity System Manager と同じユーザおよびセッションセキュリティをサポートする、

よりセキュアなエンタープライズビューを必要としている。 

SANtricity EMW または SANtricity Unified Manager を使用して E シリーズアレイを検出および管理した

くない場合は、従来の SANtricity ストレージマネージャまたは Web サービスプロキシソフトウェアをダ

ウンロードしてインストールする必要はありません。Windows および Linux オペレーティングシステム

で E シリーズ を実装している場合は、最新の Interoperability Matrix Tool（IMT）のガイダンスに従っ

て、Host Utilities の設定を使用して各ホストを適切に設定できます。ホストのセットアップ要件、手

順、および関連資料については、該当する OS エクスプレスガイドを参照してください。これらのガイ

ドは、E シリーズと SANtricity のドキュメントリソースページで入手できます。 

メモ ：ネットアップサポートサイトでアカウントを作成すると、初回のお客様は 24 時間以上かか

ることがあります。新規のお客様は、製品の初回インストール日の前に、サポートサイトにア
クセスできるように登録する必要があります。 

 

System Manager のナビゲーション 

• SANtricity System Manager にログインすると、ホームページが図 15 のように表示されます。 右

下隅に強調表示されているのは ' ストレージをプロビジョニングする機能を含むアレイのストレー

ジ階層ビューです右下隅に強調表示 されているのは ' ストレージをプロビジョニングする機能を含

むアレイのストレージ階層ビューです 

• 図 15：ホームページの左側のアイコンは System Manager の各ページを移動するために使用さ

れ、すべてのページで使用できます。テキストのオンとオフを切り替えることができます。 

• ページの右上にある項目（Preferences、Help、Log Out）も System Manager のどこからで

も確認できます。 

• 右下隅に強調表示されているのは ' ストレージをプロビジョニングする機能を含むアレイのス

トレージ階層ビューです 

http://mysupport.netapp.com/matrix
http://mysupport.netapp.com/matrix
http://mysupport.netapp.com/NOW/cgi-bin/software/
https://mysupport.netapp.com/eseries
https://mysupport.netapp.com/eseries
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図 15）SANtricity System Manager のホームページ 
 

 

図 16, 図 17, 図 18 および 図 19 は、SANtricity System Manager で使用され、アプリケーションのどこか

らでもアクセスできる残り 4 つのメインページを示しています。 
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図 16）System Manager のストレージページ 

 
図 17）System Manager のハードウェアページ 
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図 18）新しいセキュリティタイルを使用した System Manager の設定ページ 

 
メモ： 図 18 に、管理者またはセキュリティ管理者のビューを示します。アクセス権限レベルが

低い他のユーザには、アラートとシステムタイルのみが表示されます。 
 

図 19）System Manager のサポートページ 

 
 

図 20 はサポートセンターを示しています。サポートページのサポートセンタータイルを選択すると、サ

ポートセンターにアクセスできます。サポートセンターから、ナビゲーションタブを使用してサポートト

ピックにアクセスします。 
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図 20）System Manager Support Center 
 

 
SANtricity System Managerのセキュリティ機能 

SANtricity System Manager は、次のような複数レベルの管理インターフェイスセキュリティをサポート

します。 

• LDAP を使用したディレクトリサービスのサポート。 

• RBAC のサポート：さまざまな権限レベルを持つ 5 つの標準ロール。 

• 認証局（CA）および SSL 証明書のサポート 

• セキュアな CLI の実装。証明書のインストール時には CLI は安全です。構文と呼び出しは従来

の CLI と同じですが、セキュリティパラメータが追加されています。 

• ユーザアカウントのパスワードが必要になった場合に、オンボード Web サービス API にも拡張さ

れたセキュリティ機能が追加されました。 

注：以前のセキュリティモードで単一の管理パスワードを使用して実行し、従来の API を介した

通信にシンボルを使用する場合、管理者またはセキュリティユーザは新しいセキュリテ
ィ機能を無効にできます。 

 

LDAP および RBAC 

LDAP は、一般的に使用される通信プロトコルで、Microsoft Active Directory などのディレクトリサー

バが、ユーザ定義とグループ定義に対して一元的な ID 管理を行うことができます。 

RBAC は E シリーズアレイ上のソフトウェアで、標準ユーザレベルを定義します。各レベルには明確に

定義されたアクセス権限が設定されます。ユーザをグループのメンバーとして認証し、アレイ側でグル

ープ権限を設定することで、SANtricity 11.40 以降のバージョンでは、お客様が必要とするアクセスの

レベルが提供されます。 
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表 4 に 、各ロールの権限レベルを示します。 
 

表 4）組み込みのロールと関連する権限 
 

ロール名（ログイン名） アクセス権限 

root admin（admin） このロールでは、ローカルユーザのパスワードを変更し、アレイでサポートされ

ているコマンドを実行できます。admin パスワードは、初回ログイン時、または

その後の任意の時点で設定します。 

Security Admin（セ

キュリティ） 

このロールでは、アレイのセキュリティ設定を変更できます。監査ログの表

示、セキュアな syslog サーバ、LDAP、LDAPS サーバの接続の設定、証明書の

管理を行うことができます。このロールは読み取りアクセスを提供しますが、

プール、ボリュームの作成や削除など、ストレージアレイのプロパティへの書

き込みアクセスは提供しません。このロールには、アレイへの SYMbol アクセ

スを有効または無効にする権限も含まれています。 

ストレージ管理者（ス

トレージ） 

このロールでは、ストレージアレイのプロパティとメンテナンス / 診断機能に対

する読み取り / 書き込みのフルアクセスが許可されます。ただし、セキュリティ

設定機能を実行するためのアクセスは含まれていません。 

Support Admin

（サポート） 
アレイのすべてのハードウェアリソース、障害データ、MEL / 監査ログ、および 

CFW アップグレードへのアクセスを提供します。ストレージ構成は表示できま

すが、変更することはできません。 

モニタ（モニタ） このロールは、すべてのストレージアレイプロパティへの読み取り専用アクセ

スを提供します。ただし、セキュリティ設定を表示することはできません。 

 

ディレクトリサーバおよびロールを設定する 

ディレクトリサーバは、ほとんどのデータセンターデバイスと同様に複雑で、多くのユースケースに対

応できるように設計されています。ただし、E シリーズの LDAP / RBAC の実装では、認証と、ユーザと

グループという 2 つの主要な要素を重点的に扱います。ほとんどのアプリケーションと同様に、略語を

理解し、いくつかの規則に従って E シリーズアレイとディレクトリサーバの間の通信を設定する必要が

あります。最も重要な略語は次のとおりです。 

• CNcommonName の略で ' ディレクトリ・サーバのツリー構造で定義されたグループ名を識別す

るために使用されます 

• DCdomainComponent の略で、ユーザとグループが存在するネットワークを表します

（netapp.com など）。 

• DNdistinguishedName の場合 CN=functional_group_name,CN=Users,DC=netapp,DC=com。

1 つ以上の共通名をカンマで区切って指定した完全修飾ドメイン名のあとに、1 つ以上のカンマで

区切った DC（例：）を指定します。 

E シリーズシステムは、コントローラに標準的な Web サーバ実装されているので、一般的なディレクト

リサービスの設定に関する情報を Web で入手できます。そのため、E シリーズシステムでサービスをセ

ットアップ するために必要なフィールドは、表 5 に示すとおりです。 
 

表 5）LDAP / RBAC の必須フィールドと定義 
 

名前： 用語の意味 

ドメイン（例：

netapp.com） 

ディレクトリサーバで定義されたネットワークドメイン。ストレージアレイ

にアクセスするユーザはこのサーバのメンバーになります。 

サーバ URL 完全修飾ドメイン名 ldap://<IP:port_number>、または IP とポート番号

を指定できます（LDAPS の場合はポート 389 またはポート 636）。 

バインドアカウント の CN=binduser,CN=Users,DC=<some_name>,DC=com形式で指定します。 

バインドアカウントのパス

ワード 

バインドアカウントユーザのパスワード 
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名前： 用語の意味 

検索ベース DN の CN=Users,DC=<some_name>,DC=com形式で指定します。 

ユーザ名属性 ユーザ名を定義する LDAP 属性。例 : sAMAccountName は、Windows 95、

Windows 98、および Windows XP を含む、Windows ベースのレガシーブラウ

ザの標準エントリです。Linux は他の指定も持つことができます。 

グループ属性 ユーザが属するグループを定義する LDAP 属性。例： 

memberOf は標準属性です。 

図 21 に、SANtricity System Manager と Active Directory サーバの統合例を示します。エントリはすべ

ての例ですが、[Privileges] セクションのユーザ名属性およびグループ属性は除きます。これらの項目は 

Windows の標準エントリであり、ほとんどの実装で変更される可能性はありません。 
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図 21）SANtricity System Manager ディレクトリサーバセットアップウィザード 

 
指定されたユーザーグループのアレイロールは ' ロールマッピング (Role Mapping) タブで設定されます

図 22 で @cre.comは、StorageAdmin、StorageTechs、および ITSupport グループのメンバーであるユ

ーザが Users グループのブランチとして認証されています。これらのグループのいずれかのユーザがア

レイにログインすると、付与された権限に従って、管理インターフェイスの特定のビューや機能にアク

セスできるようになります。 
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図 22）ディレクトリサーバ設定ウィザードの Role Mapping タブ 

 

注： monitor ロールは、すべてのグループ DN に自動的に追加されます。monitor 権限がないと、
関連付けられたグループのユーザはアレイにログインできません。 

複数のグループを定義し、個々のビジネス要件を満たす特定のロールにマッピングできます。図 23 は、

アクセス権限レベルに応じたユーザ表示と機能へのアクセスの違いを示しています。 

上半分の図は、セキュリティアクセス権またはアクセス権なしでログインした後のビューを示していま

す。このログインを使用 すると、サポートを監視してアクセスできますが、図 23 の 2 番目のグループ

マッピングのセキュリティアクセスは提供されません。 
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図 23）ユーザの権限レベルに基づく SANtricity System Manager のビューの変更 
 

 

SANtricity Web サーバのセキュリティ証明書 

SANtricity System Manager では、認証とアクセス制御に加えて、標準の CA 証明書がサポートされま

す。このサポートにより、ブラウザクライアントとコントローラ上の E シリーズ組み込みの Web サーバ

間でセキュアな通信（SSL/TLS）が実現します。E2800 アレイでは、2 台のコントローラのいずれかか

ら SANtricity System Manager UI にアクセスします。（従来の SANtricity Storage Manager アプリケー

ションでは、両方のコントローラから同時にアクセスできました）。その結果、E2800 アレイのもう一

方のコントローラへの通信はすべてシェルフのミッドプレーン経由で行われます。 

どちらのコントローラにも Web ブラウザからログインできるため、両方のコントローラで Web サーバイ

ンスタンスを実行する必要があります。適切に通信するためには、両方のコントローラが相互に自己署名

証明書を提示する必要があります。このプロセスは、管理者またはセキュリティユーザーが各コントロー

ラにログインして、証明書タイルを開くと自動的に実行されます。図 24 に、初めてタイルを開いたとき

に表示されるダイアログボックスを示します。 
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図 24）Web サーバ証明書のセットアップに必要な最初の手順 

 
証明書の設定を続行するには、自己署名証明書を承認する必要があります。この処理を実行すると、証

明書がバックグラウンドで作成されている別の Web ページに移動します。プロンプトに従ってセットア

ップ プロセスを完了します。処理が完了すると、admin ユーザまたはセキュリティ権限を持つユーザが

再度ログインする必要があります。図 25 に示すように、両方のコントローラに有効なローカルホスト

証明書が表示されます。 
 

図 25）SANtricity System Manager の証明書のタイルの展開 

 

 
E シリーズのオンボード Web サーバで外部クライアントブラウザからの証明書を検証できるようにする

ために、コントローラには業界標準の CA ルート証明書がプリロードされています。工場出荷時にイン

ストール  された CA ルート証明書と中間証明書のリストを表示するには、図 25 に示す [証明書] タイル

ウィンドウで [信頼済み] タブを選択し、ドロップダウンメニューから [プレインストールされた証明書を

表示] を選択します。 

SANtricity System Manager および SANtricity Unified Manager の証明 書を管理する詳細および手順に

ついては、TR-4712：『 NetApp SANtricity Management Security Feature Details and Configuration 

Guide 』を参照してください。 

 

多要素認証 
 

機能の概要 

多要素認証（MFA）には、E2800 アレイで新たに導入された機能がいくつか追加されています。 

• Security Assertion Markup Language（SAML）2.0 による認証と MFA のサポートSAML 2.0 を使

用して、アイデンティティプロバイダ（IdP）経由で認証を管理できます。SAMLでは、管理者がIdP

https://www.netapp.com/pdf.html?item=/media/8583-tr4592pdf.pdf
https://www.netapp.com/pdf.html?item=/media/8583-tr4592pdf.pdf
https://www.netapp.com/pdf.html?item=/media/8583-tr4592pdf.pdf
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システムとストレージ アレイ間で通信を確立してから、ストレージ アレイに埋め込まれたローカル

のユーザ ロールにIdPユーザをマッピングします。IdP を使用すると MFA を設定できるようになり

ます。 

• デジタル署名されたファームウェア。コントローラファームウェアは、ダウンロード可能な 

SANtricity ファームウェアの信頼性を検証します。コントローラファームウェアバージョン 8.42

（SANtricity 11.40.2）以降では、デジタル署名されたファームウェアが必要です。コントローラのア

ップグレードプロセス中に署名のないファームウェアをダウンロードしようとすると、エラーが表示

されてダウンロードが中止されます。 

• Online Certificate Status Protocol（OCSP）による証明書の失効状態の確認証明書管理に、OCSP サ

ーバを介した証明書失効チェックが含まれています。OCSP サーバは、スケジュールされた有効期

限よりも前に認証局（CA）によって失効された証明書がないかどうかを判断します。証明書が失効

している場合は、OCSP サーバによってユーザによるサーバへのアクセスがブロックされます。失

効チェックは、ストレージアレイが AutoSupport サーバ、外部キー管理サーバ、LDAP over SSL

（LDAPS）サーバ、または syslog サーバに接続するたびに実行されます。設定タスクは、[設定] > 

[証明書] から実行でき、セキュリティ管理者権限が必要です。 

• 監査ログのアーカイブ用の syslog サーバ設定。アクセス管理では、監査ログをアーカイブするよ

うに syslog サーバを設定できます。設定が完了すると、以降すべての監査ログが syslog サーバに

送信されるようになりますが、設定前のログは転送されません。設定タスクは、[設定] > [アクセス

管理] から実行でき、セキュリティ管理者権限が必要です。 

 

MFAの仕組み 

業界標準の SAML プロトコルを介して MFA が提供されます。SAML は MFA 機能を直接は提供しませ

ん。代わりに、Web サービスから外部システムに要求を送信できます。外部システムは、ユーザにクレ

デンシャルを要求して、そのクレデンシャルを検証します。認証されたユーザに関する情報が Web サー

ビスに返され、ユーザに適切なロールを割り当てることができます。以前の E シリーズの認証方式で

は、Web サービスがユーザクレデンシャルの要求とユーザの認証を行いました。SAML を使用すると、

外部システムがすべての認証アクティビティを提供します。外部システムでは、任意の量と種類のユー

ザ認証要素を必要とするように設定できます。 

SAML は、ユーザの認証に協力する 2 種類のシステムを識別します。 

• アイデンティティプロバイダ。アイデンティティプロバイダ（IdP）は、ユーザクレデンシャル

を要求して有効性を確認することでユーザの実際の認証を実行する外部システムです。IdP のメ

ンテナンスと設定はユーザが行う必要があります。 

• サービス プロバイダサービスプロバイダ（SP）は、ユーザを認証する要求を IdP に送信するシス

テムです。E シリーズストレージアレイの場合、コントローラはサービスプロバイダであり、コン

トローラごとに独立した SP です。 

SAML を使用して MFA を提供すると、シングルサインオン（SSO）機能も利用できます。同じ IdP を

使用するように複数のアプリケーションが設定されている場合、SSO を使用すると、同じユーザクレデ

ンシャルを SSO で受け入れられます。ユーザを再入力する必要はありません。SSO 機能は、同じブラ

ウザでこれらのアプリケーションにアクセスしている場合にのみ使用できます。 

SAML が有効な場合、管理アクセスポイントは SANtricity System Manager のみになります。したがっ

て、SANtricity CLI、SANtricity Web サービス REST API、インバンド管理（ホストエージェントを使用

する I/O パス）、またはネイティブシンボルインターフェイスを介したアクセスはありません。SYMbol 

へのアクセスがないため、Storage Manager EMW や、NetApp Storage Management Initiative 

Specification（SMI-S）プロバイダなどの SYMbol ベースのツールを使用できません。 

MFA の詳細については、E シリーズオンラインヘルプセンターと E シリーズドキュメントセンターを参照

してください。SANtricity 管理セキュリティ機能 の全セットと設定の詳細については、TR-4712：『NetApp 

SANtricity Management Security Feature Details and Configuration Guide 』を参照してください。 

https://docs.netapp.com/ess-11/index.jsp
https://docs.netapp.com/ess-11/index.jsp
https://www.netapp.com/us/media/tr-4712.pdf
https://www.netapp.com/us/media/tr-4712.pdf
https://www.netapp.com/us/media/tr-4712.pdf
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SANtricity ストレージ機能 

SANtricity には、保管データのセキュリティ、ホストパスの管理機能、大容量ドライブの管理機能な

ど、複数のレイヤのストレージ機能が用意されています。データの整合性を確保し、ドライブの障害を

効率的に管理するとともに、データ保護を提供する機能などがあります。以降のセクションでは、機能

の多くについて説明し、追加情報リソースへのリンクを示します。 

 

ドライブの暗号化 

[設定] タイルから外部キー管理を有効にする場合は、[キー管理] タブを使用して CSR ファイルを生成

します。キー管理サーバの CSR ファイルを使用してクライアント証明書を生成します。[キー管理] タ

ブからクライアント証明書をインポートして、E シリーズコントローラと外部キー管理サーバ間のセキ

ュアな通信を可能にします。SANtricity ドライブセキュリティ機能の詳細について は、E シリーズオン

ラインヘルプセンターおよび TR-4474 『 SANtricity drive security 』を参照してください。 

 

SANtricity のホストおよびパス管理機能 

E シリーズマルチパス機能の要素を検討する際は、2 つの概念を理解しておく必要があります。1 つ目は

コントローラ / ボリューム間の所有権であり、コントローラ間のパスフェイルオーバーは ALUA を使用

して管理します。このシナリオは、E シリーズボリュームへのプライマリパス（所有コントローラを経

由する I/O パス）が失われた場合に発生します。2 つ目の概念は、ホストのマルチパスドライバが各 E 

シリーズコントローラ上の複数のポート（ターゲットポートグループサポートまたは TPGS）と通信し

てインターフェイス間で I/O を分散し、パフォーマンスを最大限に高める方法です。このセクションで

は、各概念について簡単に説明します。E シリーズのマルチパスの動作の詳細については、TR-4604：

『 Clustered File Systems with E-Series Products：BPG for Media 』を参照してください。 

E シリーズのマルチパスの動作は、ホストのマルチパスドライバで管理されるシナリオ（明示的フェイ

ルオーバー）から、E シリーズを中心とした新しいパス管理モデル（暗黙的フェイルオーバー）へと進

化しています。ただし、E シリーズの基本要素は変更されていません。たとえば、E シリーズシステム

は、次のような非対称デュアルアクティブコントローラを備えています。 

• ボリュームの所有権は、ボリュームがプロビジョニングされるときと同じです。 

• 書き込み I/O はピアコントローラにミラーリングされます。 

• 両方のコントローラがアレイ上のすべてのボリュームにアクセスできます。 

• 両方のコントローラに複数のホストポートがあります。 

• 一方の E シリーズコントローラに障害が発生した場合、もう一方のコントローラがすべての 

LUN を制御し、I/O の処理を続行します 

これらの属性を使用すると、ホストのマルチパスドライバによって、そのコントローラ（TPGS）が所

有するボリュームに関連付けられている各コントローラのポートに I/O を分散させることができま

す。ドライバは、最小キュー深度やラウンドロビンなどのパスポリシーを使用します。ホストオペレ

ーティングシステムに応じて、デフォルトのパスポリシーは次の 2 つの方法のいずれかになります。 

ホストから 1 台の E シリーズコントローラへのすべてのパスが失われると、そのホストから、そのコン

トローラが所有するボリュームへの I/O が、シェルフのミッドプレーン経由でボリュームを所有するコ

ントローラへと転送される他の E シリーズコントローラのポートにルーティングされます。並行して 

ALUA タイマーが設定され、コントローラとボリューム間の所有権の変更は、タイマーが期限切れにな

るまで保留されます。この遅延時間は、リンクがリセットされてサービスに戻るのに十分な時間です

（デフォルトは 5 分）。タイマーの期限が切れると、アレイはボリューム所有権の変更をピアコントロ

ーラに開始するかどうかを決定します。この判断は、所有権のないコントローラに I/O の 75% を超えて

処理が行われているかどうかに基づいて行われます 

表 6 に、SANtricity ホストタイプと、暗黙的なフェイルオーバー / フェイルバックのサポートを示します。 

https://www.netapp.com/pdf.html?item=/media/17162-tr4474pdf.pdf
https://www.netapp.com/pdf.html?item=/media/17162-tr4474pdf.pdf
http://www.netapp.com/us/media/tr-4604.pdf?ntap-no-cache
http://www.netapp.com/us/media/tr-4604.pdf?ntap-no-cache
http://www.netapp.com/us/media/tr-4604.pdf?ntap-no-cache
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表 6）SANtricity の一般的なホストタイプと、関連するフェイルオーバー動作 
 

Host type ALUA / AVT ステ

ータス 

暗黙的なフェイル

オーバー 

暗黙的フェイルバ

ック 

自動負荷分散 

Linux DM-Multipath

（カーネル 3.10 以降） 
有効 サポート サポート サポート 

VMware 有効 サポート サポート サポート 

Windows（クラスタ

または非クラスタ） 

有効 サポート サポート サポート 

ATTO クラスタ（すべ

てのオペレーティング 

システム） 

有効 サポート サポート対象外 サポート対象外 

注 ：一般的ではないホストタイプもいくつか存在しますが、これらのホストタイプはサポートか

ら指示があった場合にのみ使用されます。ホストタイプのリストに表示 されるオプションが完

全にサポートされているとはかぎりません。詳細については、ネットアップの Interoperability 

Matrix Tool（IMT）および SANtricity のオンラインヘルプを参照してください。 

 

SANtricity 信頼性機能 

表 7 に、SANtricity の信頼性機能の一覧と、それぞれの機能と追加情報に関する簡単な説明を示します。 

表 7）長期的な信頼性を実現する SANtricity の機能 
 

SANtricity の信頼性機能 

メディア スキャン（冗長性チェックあり）：設定されたスケジュールで実行されているメディアのバック

グラウンドスキャン。データ整合性の問題を検出します。新しいボリュームをプロビジョニングするとき

は、この機能をデフォルトで有効にすることが非常に重要です。 

メモ：メディアスキャンをオフにした状態でアレイへの I/O を実行していた場合は、オンにする前にネ

ットアップテクニカルサポートにお問い合わせください。 

T10-PI標準によるデータ保護HIC からドライブ（ストレージアレイのエンドツーエンド）へのデータの整合

性を確保します。このデータ整合性は、大容量ドライブで特に重要です。 

キャッシュ ミラーリング各 E シリーズコントローラは一連の LUN を所有し、それらの LUN との間の I/O 

処理を担います。両方のコントローラがすべての LUN にアクセスできます。デフォルトでは、受信するす

べての書き込みはピアコントローラのメモリにキャッシュされます。これにより、第 2 レベルのデータ整

合性チェックが可能になり、E シリーズと EF シリーズのアレイでコントローラのフェイルオーバーシナリ

オを正常に処理できるようになります。 

コントローラファームウェアの無停止アップグレード：ALUA ホストタイプにホストへの複数のパスが含ま

れること、およびアップグレードウィザードを使用して一度に 1 台のコントローラをアクティブ化するこ

とにより、アップグレードがホストから LUN へのアクセスに影響することを防止できます。 

注：ほとんどのホスト OS は ALUA ホストタイプをサポートしていますが、サービスのアップグレ

ードを実行する前に、ALUA 対応のホストタイプを使用していることを確認する必要があります。 

プロアクティブなドライブ監視とデータ退避機能障害が発生したドライブがクリアできるかどうかを確認

するために、応答しないドライブの電源が自動的に再投入されます。この状態を解消できない場合は、ドラ

イブに障害が発生したことを示すフラグが設定されます。障害予測イベントの場合、evacuator 機能は、ド

ライブ障害が発生する前にデータの移動を目的としたドライブからデータの削除を開始します。ドライブで

障害が発生すると、退避装置が中断された場所でリビルドが再開され、リビルド時間が短縮されます。 

ドライブ障害の自動検出。標準 RAID およびスペアプール容量にグローバルホットスペアドライブを使用

して、DDP の場合はフェイルオーバーとリビルドを行います。 

SSD の消耗度の追跡とレポート作成：このメトリックは、[ハードウェア] タブの [ドライブ設定] ダイアロ

グボックスにあります。SSD の寿命を示し、以前のバージョンの SANtricity で使用されていた 2 つの SSD 

の寿命メトリック（平均消去回数とスペアブロックの残量）を置き換えます。メトリックはパーセント耐

久性使用済みです。アクセスするには、ハードウェアビューからドライブを選択し、[設定] を選択します。 
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SANtricity の信頼性機能 

ドライブファームウェアのオンラインアップグレード。この機能では、ドライブを一度に 1 つずつアップ

グレードし、アップグレードウィンドウ内でドライブへの書き込みを追跡します。この機能は、書き込み 

I/O が少ない時間帯にのみ使用します。 

並列ドライブファームウェアアップグレードはオフラインでサポートされるため、メンテナンス時間

中に複数のドライブをより迅速にアップグレードできます。 

自動ロード バランシング：この機能により、I/O ワークロードの自動バランシングが実現し、ホストから

の受信 I/O トラフィックが動的に管理されて両方のコントローラに分散されます。各コントローラのワー

クロードがバックグラウンドで継続的に監視および分析されます。あるコントローラの I/O が他のコント

ローラの I/O を長時間にわたって予測可能な範囲内で大幅に超えた場合、SANtricity はビジー状態のコン

トローラから負荷の低いコントローラに LUN の所有権を変更できます。この機能は、I/O パターンの短期

的な変化には対応しません。ただし、所有権の変更が必要になった場合は、SANtricity が影響を受けるホ

ストのマルチパスドライバと通信して暗黙的なパスフェイルオーバーを開始します。現在のほとんどのサ

ーバオペレーティングシステムと関連するマルチパスドライバは、暗黙的なフェイルオーバーをサポート

しています。詳細については、「自動ロードバランシングとは」を検索してください。System Manager 

オンラインヘルプを参照してください。 

組み込み SNMP エージェント。E2800 コントローラでは、SNMP はネイティブでサポートされます。組

み込み SNMP エージェントは、SNMP V2C 標準および RFC 1213（MIB-II）に準拠しています。詳細につ

いては、System Manager のオンラインヘルプで「 Manage SNMP alerts 」を検索してください。 

自動アラート。この機能を使用すると、ストレージアレイでのイベントについて、データセンターのサポー

トスタッフに E メールアラートが送信されます。 

イベントモニタとシステムログSANtricity イベントモニタは、ストレージアレイで発生したイベントを自

動的に記録します。syslog を使用すると、第 2 レベルのアクティビティ追跡が可能になり、システムロ

グに記録された関連する変更をイベントに接続できます。 

AutoSupportE シリーズ製品では、AutoSupport のリリースが複数サポートされています。 

AutoSupport メンテナンス期間を有効または無効にする機能。AutoSupport には、エラーイベント時のチ

ケットの自動作成を有効または無効にするオプションがあります。通常運用モードでは、問題がある場合、

ストレージアレイは AutoSupport を使用してサポートケースをオープンします。AutoSupport メンテナンス

期間を有効または無効にするには、サポート > アクセス管理 > AutoSupport を選択します。 
 

SANtricity データ管理機能 

E シリーズ E2800 システムには、SANtricity System Manager からアクティブ化できるストレージ管

理機能が多数付属しています。表 8 に 、SANtricity OS に付属の標準機能を示します。 

表 8）SANtricity に搭載されている E2800 の標準機能 
 

SANtricity の標準機能 

SANtricity システムマネージャ（組み込みのシングルアレイ管理）。ブラウザベースの SANtricity シス

テムマネージャを使用して、個々の新世代ストレージアレイを管理できます。 

• すべてのアレイセットアップ、ストレージプロビジョニング、アレイ監視機能に 1 つの UI からアクセス

できます。 

• 管理に使用できる組み込みの RESTful API が用意されています。 

ボリュームワークロードのタグ。SANtricity System Manager にはボリュームタギング機能が組み込まれて

おり、管理者はアレイ内のボリュームをワークロードのタイプ別に整理することができます。通常、タグは

組織専用です。Microsoft タグや VMware タグなど、ボリューム作成ウィザードでは、ワークロードタイプ

に関連する推奨構成やボリュームセグメントサイズ設定が提示される場合があります。推奨事項を受け入れ

る必要はありません。一般的なアプリケーション用のボリュームをプロビジョニングする場合、設定を使用

して時間を節約することを推奨します。 

ストレージパーティション。パーティションは、共有 LUN のない個別のホスト、共有 LUN のあるホスト

グループ、またはその両方の組み合わせで構成できます。この概念は新しい System Manager で抽象化さ

れていますが、CLI を使用してパーティションを表示できます。 
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SANtricity の標準機能 

シンプロビジョニング：この機能を使用すると、ストレージをオーバーコミットしたり、必要に応じて容

量を追加したりできます。このアプローチは DDP の機能です。11.40.2 以降では、CLI および SANtricity 

Web サービス REST API のみを使用できます。 

注：DDP シンプロビジョニングは、時間がかかるアーカイブなど、特定のパフォーマンス要件が満たされ

ていないユースケースのみを対象としています。アーカイブの中には、一度書き込まれたデータはほとんど

読み取られません。シンボリュームは、低レイテンシと高 IOPS または高スループットを必要とするトラン

ザクションワークロードには適していません。 

SSDを使用した読み取りキャッシュこの機能を使用すると、少数の SSD を使用して、ランダムリードワ

ークロードの 85% 以上を高速化できます。 

注：シーケンシャルライトワークロードの環境では SSD 読み取りキャッシュは推奨されません。

DDP シンプロビジョニングでは使用しないでください。どちらの場合も、パフォーマンスが低下す

る可能性があります。 

SSD 読み取りキャッシュを保護する。SSD 読み取りキャッシュは、非セキュアのベースボリュームまた

はセキュアなベースボリューム（FIPS ドライブ）で保護できます。ただし、FIPS のセキュアベースボリ

ュームがある場合、SSD の読み取りキャッシュのセキュリティ機能がベースボリュームと同じでないと、

ストレージ管理ソフトウェアから警告が表示されます。 

注：ドライブセキュリティが有効で、SSD がセキュリティ対応の場合、SSD 読み取りキャッシュは作成

時にのみセキュリティ保護できます。 

ホストプロトコルを変更しています。新しい機能パックキーでサポートされるようになりました。開始と

終了の各プロトコルの無償アクティベーションコード と詳細な手順については、E シリーズおよび 

SANtricity のドキュメントリソースページを参照してください。 
 

SANtricity リモートストレージボリューム 

リモートストレージボリューム機能を使用すると、最小限のダウンタイムで既存のリモートストレージ

デバイスから E シリーズボリュームにデータをインポートできます。E シリーズ以外のデバイスから E 

シリーズシステムにデータを移動するためのデータ移行機能を提供し、機器のアップグレードプロセス

を合理化できます。 

この機能の基本的な機能は、リモートストレージデバイスからローカルの E シリーズボリュームへの

データのインポートをサポートすることです。この機能を使用するには、最初にリモートストレージ

デバイスと E シリーズシステムの間で iSCSI 接続を手動で確立する必要があります。リモートストレ

ージには、リモートストレージデバイスの iSCSI IQN が検出される 1 つ以上の IP アドレスを設定する

必要があります。 

iSCSI 接続を確立すると、リモートストレージデバイスを E シリーズシステムにマッピングできる

ようになります。マッピングが完了したら、E シリーズシステムの SANtricity System Manager また

は REST API コマンドを使用してインポート処理を開始および管理できます。 

インポート処理中に、リモートストレージデバイスが最初に処理していた I/O を処理するようにターゲッ

トボリュームを設定できます。ターゲットボリュームに送信された I/O は、インポート処理が完了してイ

ンポートが切断されるまで、リモートストレージデバイスに伝播されます。 

図 26 に、解決策の技術コンポーネントを示します。 

https://mysupport.netapp.com/eseries
https://mysupport.netapp.com/eseries
https://mysupport.netapp.com/eseries
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図 26）リモートストレージボリュームの解決策アーキテクチャの概要 

 
インポート処理を開始するために指定する必要がある情報は次のとおりです。 

• リモートストレージの iSCSI IQN 

• リモートストレージの iSCSI IP アドレス 

• リモートデバイスがマッピングされている LUN 番号 

提供される情報は、リブート後も電源の再投入後も引き続き E シリーズシステムにアクセスできるように

するため、E シリーズシステムでも維持する必要があります。 

設定後、必要に応じて SANtricity System Manager または REST API コマンドを使用して、リモートス

トレージの iSCSI IQN および iSCSI IP アドレスを更新できます。 

リモートストレージボリューム の詳細については、TR-4893 『 deploy：SANtricity Remote Storage 

Volumes 』を参照してください。 

 

SANtricity コピーサービスの機能 

表 9 に、E2800 ストレージアレイの標準コピーサービス機能を示します。 
 

表 9）SANtricity コピーサービスの機能 
 

標準の SANtricity コピーサービス機能 

SANtricity Snapshotコピー：ポイントインタイムの NetApp Snapshot コピー： 

同期ミラーリング：リモートサイトへのリアルタイムミラーリング（通常は 10km 以内）。 

非同期ミラーリング：RPO=0 が要件ではないリモートサイトへのミラーリング。 

ボリューム コピー：テスト / 開発や分析のためにボリュームをクローニングする場合に使用します。 

SANtricity コピーサービスの機能に関する詳細とユースケース情報について は、TR-4458：『Deploying 

NetApp E-Series Copy Services with Oracle and SQL Server Databases 』を参照してください。 

SANtricity スナップショットの使用方法 の詳細については、TR-4747：『 SANtricity Snapshot Feature 

Overview and Deployment Guide 』を参照してください。 

SANtricity 11.62 以降では、Unified Manager を使用してミラー関係が作成されます。概要の詳細につい

ては、TR-4839：『 SANtricity Synchronous and Asynchronous Mirroring Feature Descriptions and 

Deployment Guide 』（11.62 以降）または SANtricity Unified Manager のオンラインヘルプを参照して

ください。SANtricity Unified Manager はバージョン 4.2 以降である必要があり、SANtricity System 

Manager は OS バージョン 11.62 以降である必要があります。 

https://www.netapp.com/pdf.html?item=/media/28697-tr-4893-deploy.pdf
https://www.netapp.com/pdf.html?item=/media/28697-tr-4893-deploy.pdf
https://www.netapp.com/pdf.html?item=/media/28697-tr-4893-deploy.pdf
https://www.netapp.com/us/media/tr-4458.pdf
https://www.netapp.com/us/media/tr-4458.pdf
https://www.netapp.com/us/media/tr-4458.pdf
https://www.netapp.com/us/media/tr-4747.pdf
https://www.netapp.com/us/media/tr-4747.pdf
https://www.netapp.com/us/media/tr-4747.pdf
https://www.netapp.com/pdf.html?item=/media/19405-tr-4839.pdf
https://www.netapp.com/pdf.html?item=/media/19405-tr-4839.pdf
https://www.netapp.com/pdf.html?item=/media/19405-tr-4839.pdf
https://www.netapp.com/pdf.html?item=/media/19405-tr-4839.pdf
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SANtricity 11.62 より前 のバージョンでは、2 つの新しい世代の E シリーズアレイ間または新しい世代の 

E シリーズアレイと従来の E シリーズアレイ間でのミラーリングの概要については、TR-4656：

『 SANtricity Synchronous and Asynchronous Mirroring Feature Descriptions and Deployment Guide 』

（11.61 以前）を参照してください。 

 

SANtricity 管理の統合 

SANtricity 11.40 以降では、E シリーズの SANtricity 統合モデルの焦点が変更されました。今日のデ

ータセンター運用とパートナーアプライアンスの最新化をサポートするため、ネットアップは従来

のプラグインを強調し、API 統合を強調しています。 

表 10 に、他の管理ツールやアプライアンスアーキテクチャへのスクリプトとカスタム統合に使用できる 

SANtricity API とツールキットを示します。E シリーズ SANtricity Web サービス（REST API ）の最新バ

ージョンをダウンロードするには、ネットアップサポートにアクセスしてください。Ansible と E シリー

ズを使用 してストレージを管理する方法については、TR-4574：『 Deploying NetApp E-Series with 

Ansible（Automating E-Series）』を参照してください。Windows PowerShell Toolkit について は、ネッ

トアップサポートサイトの NetApp PowerShell Toolkit のページを参照してください。 
 

表 10）SANtricity の API とツールキット 
 

API とツールキット 説明 

SANtricity Web Services Proxy 

注：E5700 / EF570 / E2800 / EF280 システムには、

プロキシまたは組み込みの REST API を使用できま

す。 

これらの Web API は、E シリーズシステムを

設定、管理、監視するための REST インターフ

ェイスの集合を提供します。 

NetApp E シリーズと Ansible Ansible は、シンプルながら強力なオーケストレー

ションツールです。NetApp E シリーズは Ansible コ

ミュニティに参加して、E シリーズストレージシス

テムを管理するための高品質の解決策を提供しま

す。そのため、規模に関係なく拡張が可能です。 

NetApp PowerShell Toolkit ユニファイドツールキットは、ネットアップのストレ

ージシステム全体をエンドツーエンドで自動化し、ス

トレージを管理するためのツールキットです。 

SANtricity Secure CLI の略 System Manager から SANtricity Secure CLI

（SMcli）を使用すると、ストレージアレイを設定

および監視するためのテキストベースのセキュア

な方法を利用できます。 

表 11 に、E シリーズストレージシステムをビルディングブロックとして使用する第 3 のプラットフ

ォームプラグインを示します。通常、リストされているプラグインは、さまざまなプロバイダの Web 

サイトで利用できます。第 3 のプラットフォームと E シリーズストレージシステムの統合の詳細につ

いては、ネットアップの営業担当者にお問い合わせください。 
 

表 11）SANtricity Web サービスプロキシを使用する第 3 のプラットフォームプラグイン 
 

ソフトウェアパッケージ 用途 

Splunk Enterprise向けNetApp SANtricity 

Performance App 

NetApp SANtricity 向けテクノロジアドオン 

複数の E シリーズシステムの構成やパフォーマンス

の詳細を 1 つのインターフェイスでレポートするた

めの表示 / 監視ツール。アプリケーションとテクノロ

ジの両方のアドオンが必要です。 

NetApp E シリーズ + Grafana：パフォー

マンス監視 

E シリーズ Performance Analyzer は、のパフォーマ

ンスを監視するための強力で使いやすいツールです 

E-Seriesストレージ システム 

 

https://www.netapp.com/pdf.html?item=/media/17133-tr4656pdf.pdf
https://www.netapp.com/pdf.html?item=/media/17133-tr4656pdf.pdf
https://www.netapp.com/pdf.html?item=/media/17133-tr4656pdf.pdf
https://www.netapp.com/pdf.html?item=/media/17133-tr4656pdf.pdf
http://mysupport.netapp.com/
https://www.netapp.com/us/media/tr-4574.pdf
https://www.netapp.com/us/media/tr-4574.pdf
https://www.netapp.com/us/media/tr-4574.pdf
http://mysupport.netapp.com/NOW/download/tools/santricity_powershell_toolkit
https://splunkbase.splunk.com/app/1932/
https://splunkbase.splunk.com/app/1932/
https://splunkbase.splunk.com/app/1933/
https://splunkbase.splunk.com/app/1933/
https://github.com/netapp/eseries-perf-analyzer
https://github.com/netapp/eseries-perf-analyzer
https://github.com/netapp/eseries-perf-analyzer
https://github.com/netapp/eseries-perf-analyzer
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SANtricity Web Services（REST API） 

SANtricity Web サービス REST API は、経験豊富な開発者向けの組み込み API です。REST API を使用し

て実行される操作は実行時に適用され、ユーザプロンプトや確認のダイアログボックスは表示されませ

ん。REST API は URL ベースであり、付随する API ドキュメントは完全に対話型です。各 URL には対応

する処理の概要が含まれており、この操作を API のドキュメントから直接実行できます。このマニュアル 

にアクセスするには、図 27 に示すように、System Manager のいずれかのページのヘルプドロップダウ

ンメニューから API ドキュメントを選択します。 
 

図 27）API ドキュメントを開く 

 
 

API ドキュメントに記載された各 URL エンドポイントには、対応する POST、DELETE、または GET 

オプションがあります。これらの URL エンドポイントオプションは、HTTP 動詞と呼ばれ、API ドキ

ュメントで使用できるアクションです。図 28 に、REST API のドキュメントの例を示します。操作の

展開と非表示を切り替えるには、トピック名の横にあるドロップダウンを選択するか、個々のエンド

ポイントをクリックします。[Try it Out] をクリックして、エンドポイントを実行します。エンドポイ

ントを実行するには、[Execute] をクリックする必要があります ( 図 29) 。 

注： 正常に実行するには、一部のエンドポイントで、[Try it Out] ダイアログボックスに入力パラ

メータを追加する必要があります。この例では追加の入力は必要ありません。 
 

図 28）Device-ASUP エンドポイントの拡張例 
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図 29）REST API ドキュメントのサンプル 

 
Get device-asup 動詞の対応する出力を 図 30 および 図 31 に示します。 

 

図 30）[Try it Out] ボタンの出力例 
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図 31）デバイス - ASUP エンドポイントの有効な応答コードと定義。 

 
REST API のデータは JSON でエンコードされています。REST API の構造化された JSON データは、

プログラミング言語（C、C++、cURL、Java、Python、Perl など）。JSON は、キーと値のペアに基づ

くシンプルなエンコードで、リストオブジェクトと件名オブジェクトがサポートされます。オブジェク

トは中かっこ（{}）で始まり、終わりますが、リストは角かっこ（[]）で始まり、終わります。JSON 

は、文字列、数値、およびブーリアンである値を認識しています。数値は浮動小数点値です。API のド

キュメントには、該当する URL 処理ごとに JSON テンプレートが用意されており、適切な形式の JSON 

コマンドでパラメータを入力できます。 

詳細について は、E シリーズおよび SANtricity のドキュメントを参照してください。 

 

SANtricity Secure CLI の略 

SANtricity Secure CLI は、経験豊富な開発者向けの組み込み API です。System Manager から CLI パッ

ケージをダウンロードできます。CLI では、テキストベースの方法でストレージアレイを設定および監視

できます。HTTPS 経由で通信し、外部にインストールされた管理ソフトウェアパッケージの CLI と同じ

構文を使用します。CLI をダウンロードするためにキーは必要ありません。 

CLI コマンドを実行する管理システムに、Java Runtime Environment（JRE）バージョン 8 以降がインス

トールされている必要があります。 

 

CLI をダウンロードします 

• [設定] ビュー > [システム] を選択します。 

• [アドオン] で、[コマンドラインインタフェース] を選択します。ZIP パッケージがブラウザにダウンロ

ードされます。 

• ストレージアレイに対して CLI コマンドを実行する管理システムに ZIP ファイルを保存し、ファ

イルを展開します。 

DOS C：プロンプトなどのオペレーティングシステムプロンプトから CLI コマンドを実行できるようにな

りました。 

マニュアルにアクセスするには、System Manager a CLI のいずれかのページで、Help ドロップダウン

メニューから CLI Command Reference を選択します（図 32）。 

http://mysupport.netapp.com/eseries
http://mysupport.netapp.com/eseries
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図 32）CLI コマンドリファレンスを開く 

 
vCenter向けNetApp SANtricity Storage Plugin 

vSphere Client は、VMware インフラと日々のストレージのニーズをすべて管理するための単一の管理

インターフェイスです。vCenter 向けプラグインでは、次の機能を使用できます。 

• ネットワーク内で検出されたストレージアレイを表示および管理します。 

• 複数のストレージアレイのグループに対してバッチ処理を実行する。 

• ソフトウェア OS でアップグレードを実行 

• ストレージアレイから別のストレージアレイへ設定をインポートする。 

• ボリューム、SSD キャッシュ、ホスト、ホストクラスタ、プールの構成 ボリュームグループを指定し

ます。 

• アレイでのその他の管理タスクを実行するには、System Manager インターフェイスを起動してくだ

さい。 

注 ：このプラグインは、System Manager ソフトウェアに代わるものではありません。1 つのア

レイで特定のストレージ管理タスクを実行する場合も、System Manager が必要です。 

このプラグインを使用するには、VMware 環境に導入された VMware vCenter Server Appliance と、プラ

グイン Web サーバをインストールして実行するアプリケーションホストが必要です。 

このプラグインは、ネットアップサポートサイトからダウンロードできます。ネットアップサポート

サイト > ダウンロード > すべてのダウンロード、vCenter 向け E シリーズ SANtricity ストレージプ

ラグインを選択します。 

インストールと設定に関するドキュメントは、ネットアップのドキュメントサイト、E シリーズおよ

び SANtricity 11 ドキュメントセンター（netapp.com）で入手できます。 

 

E2800 ハードウェアの SANtricity ソフトウェア仕様 

表 12 に、E2800 ベースのストレージシステムの SANtricity ソフトウェア仕様を示します。 
 

表 12）E2800 ベースのストレージシステムの SANtricity ソフトウェアの境界 
 

コンポーネント 最大 

ストレージハードウェアコンポーネント 

シェルフ（コントローラと拡張） 4（コントローラ × 1 + 拡張 × 3） 

最大ドライブ数 - ドライブスロット数 180 SSD×120 

SSD キャッシュ容量 5TB 

論理構成要素 

ホストパーティション 128 

https://mysupport.netapp.com/site/downloads
https://mysupport.netapp.com/site/downloads
file:///C:/Users/taiga/Documents/Projects/TR/FY22%20Q2/02%20Deliverables/GPSO-9844_1216/docs.netapp.com/ess-11/index.jsp
file:///C:/Users/taiga/Documents/Projects/TR/FY22%20Q2/02%20Deliverables/GPSO-9844_1216/docs.netapp.com/ess-11/index.jsp
file:///C:/Users/taiga/Documents/Projects/TR/FY22%20Q2/02%20Deliverables/GPSO-9844_1216/docs.netapp.com/ess-11/index.jsp
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コンポーネント 最大 

パーティションあたりのボリューム数 256 

システムあたりのボリューム数 512 

システムごとのディスクプール 20 

ディスクプールあたりのボリューム数 512 

アレイ内の合計 DDP 容量（RAID オーバーヘッド、

DDP リザーブ容量を含む最大容量、プール内のドラ

イブ数などの要素に基づく DDP 固有の小さなオーバ

ーヘッド） 

SANtricity 11.40 以前： 

• アレイあたり最大 2PiB 

 
SANtricity 11.40.1 以降： 

• 1 アレイあたり最大 6 PiB 

SANtricity 11.50 以降の DDP 単一ボリュー

ムの最大容量 

4PiB 

単一 DDP シンボリュームの最大容量

（SANtricity 11.30 以降） 

256 TB 

標準的な RAID の最大容量制限 標準 RAID の制限は、RAID タイプごとにサ

ポートされる最大ドライブ数に基づきます。 

• 30 台のドライブ RAID 5 および RAID 6 でサポ

ートされる容量 

• すべてのドライブ RAID 10 でサポートされている

容量 

ボリュームグループあたりの標準的な RAID ボリュー

ムの最大数 

256 

整合グループ 

整合性グループあたりのボリューム数 32 

システムあたりの整合グループ数 16 

Snapshot コピー 

Snapshot グループ単位 32 

ボリュームあたり 128 

ストレージ システム単位 512 

Snapshot ボリューム 

Snapshot コピー単位 4 

システム単位で選択します 256 

Snapshot グループ 

ボリュームあたり 4 

システム単位で選択します 256 

ミラー 

システムあたりのミラー数 32 

ボリュームあたりのミラー数 1 

非同期ミラーグループあたりのミラー数 32 

システムごとの非同期ミラーグループ 4 

ソフトウェアのその他 の制限および仕様については、Hardware Universe を参照してください。 

 

E2800 ハードウェア構成 

E2800 ストレージシステムは、モジュラ型のアプローチでハードウェアを構成します。このアプローチ

は、サポート性、導入の容易さ、長期的な安定性を犠牲にすることなく、柔軟なホストインターフェイ

https://hwu.netapp.com/
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スと多様なドライブの選択肢が求められる SAN ストレージのほとんどの要件を満たします。E シリー

ズは、実績のある信頼性と拡張性を備えており、リモートの専用環境やプライマリデータセンターの要

件を満たすことができます。 

 

コントローラシェルフ構成 

E2800 コントローラは DE212C、DE224C、または DE460C E シリーズシェルフと組み合わせることがで

きます。以降のセクションで、各シェルフ構成に関する詳細情報を示します。 

 

E2812 コントローラシェルフ 

E2812 は 2RU シェルフで、最大 12 本の 3.5 インチドライブまたは 2.5 インチドライブとアダプタを収

容できます。1 台または 2 台の RAID コントローラと、ファンを内蔵した ENERGY STAR Platinum 認定

の高効率電源装置（913W）を 1 台または 2 台搭載しています。E2812 ベースのストレージシステムで

は、最大 180 本の HDD（120 本の SSD）と複数のドライブシェルフモデルをサポートしています。 

図 33, 図 34, 図 35 に E2812 コントローラシェルフの前面と背面を示します。この例の E2800 コントロー

ラには RJ-45 ベースポートが 2 つあり、HIC はありません。 
 

図 33）ベゼルを取り付けた E2812 の前面 

 

 
図 34）E2812 の前面図（開く） 

 

 
図 35）E2812 の背面 

 
 

E2824 コントローラシェルフ 

E2824 は、最大 24 本の 2.5 インチドライブを搭載できる 2RU シェルフです。1 台または 2 台の RAID 

コントローラと、ファンを内蔵した ENERGY STAR Platinum 認定の高効率電源装置（913W）を 1 台

または 2 台搭載しています。E2824 ベースのストレージシステムは、1 つのシステムに最大 180 本の 

HDD（120 本の SSD）を搭載し、ドライブシェルフモデルを混在させることができます。 

図 36, 図 37, 図 38 は、E2824 コントローラシェルフの前面と背面を示しています。この例では、E2800 

コントローラには光ベースポートが 2 つあり、HIC が搭載されていません。 



46 NetApp E シリーズ E2800 アレイの概要 © 2021 NetApp, Inc. All rights reserved. 
 

 
 

図 36）ベゼルを取り付けた E2824 の前面 

 
図 37）E2824 の前面（開く） 

 

 
図 38）E2824 の背面 

 
 

E2860 コントローラシェルフです 

E2860 は 4RU のシェルフで、最大 60 本の 3.5 インチドライブまたは 2.5 インチドライブとアダプタを

搭載できます。2 台の RAID コントローラと 2 台の ENERGY STAR Platinum 認定の高効率電源装置 

(2325W) を備え、別々のデュアルファンモジュールを搭載しています。E2860 ベースのストレージシス

テムでは、最大 180 本の HDD（120 本の SSD）がサポートされます。シェルフモデルを混在させる場

合の最大ドライブ数はさまざまで、最大シェルフ数は 3（コントローラドライブシェルフと最大 2 台の

拡張ドライブシェルフ）になります。また、システムの合計ドライブスロット数は 180 個以下にする必

要があります。 

図 39, 図 40, と 図 41 は、E2860 コントローラシェルフの前面図と背面図です。この例では、E2800 コン

トローラには光ベースポートが 2 つあり、HIC が搭載されていません。 
 

図 39）E2860 のベゼルの前面 
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図 40）E2860 の前面図（開） 

 

図 41）E2860 の背面図 

 
 

E2800 ハードウェア仕様 

E2800 コントローラの基本ハードウェア機能は次のとおりです。 

• 管理関連の作業に使用するデュアルイーサネットポート 

• ホスト接続用の光ファイバ FC/iSCSI ベースボードポート × 2 または RJ-45 iSCSI ベースボードポー

ト × 2 

• 拡張ドライブシェルフを接続するための 12Gb SAS ドライブ拡張ポートが 2 つ搭載されています 

メモ ：オプションの HIC を追加する必要があるのは、SAS プロトコルを使用する場合、コ

ントローラごとにホストポートが 3 つ以上必要な場合や、FC プロトコルと iSCSI プロ

トコルの両方を使用する場合のみです。 

表 13 に、E2800 ベースのストレージシステムの技術仕様を示します。 
 

表1）E2800技術仕様 
 

仕様詳細 E2812 E2824 E2860 

最大物理システム容量 864TB（18TB HDD） 1.4PB（15.3TB SSD） 3.24PB（18TB HDD） 

システムあたりの最大ドライ

ブ数 

HDD × 48（SSD × 

48） 

HDD × 96（SSD × 

96） 

180 HDD（120 SSD） 

シェルフのフォームファクタ 2RU、12 ドライブ 2RU、24 ドライブ 4RU、60 台のドライブ 

メモリ コントローラあたり 4GB または 16GB：シンプレックスシステム 

8 GB または 32 GB のデュプレックスシステム。 
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仕様詳細 E2812 E2824 E2860 

オンボードホストインターフェイ

ス 

コントローラ 1 台につき 10Gb iSCSI（Base-T）× 2 ポート、

またはコントローラ 1 台につき 10Gb iSCSI（光ファイバ）× 

2 ポート / 16Gb FC × 2 ポート 

 
注：オンボードホストポートでは、システムごとに設定できるインタ

ーフェイスは 1 つだけです。 

オプション ホストI/Oポート 

• コントローラが一致する必要が

あります 

• Base-T iSCSI オンボードコ

ントローラでは 2 ポート 

Base-T HIC のみを使用でき

ます 

• ソフトウェア機能パックを適

用して、FC HIC ポートを 

iSCSI に変換したり、iSCSI 

HIC ポートを FC に変換した

りできます 

コントローラ 1 台につき、10Gb iSCSI（Base-T）× 2 ポート 

コントローラ 1 台につき、12Gb SAS（ワイドポート）が 2 ポート搭載

されています。 

コントローラ 1 台につき、12Gb SAS（ワイドポート）が 4 ポート搭載

されています。 

コントローラ 1 台につき、10GB iSCSI（光ファイバ）× 2 ポートまたは 

16Gb FC × 2 

コントローラ 1 台につき、10Gb iSCSI（光ファイバ）× 4 ポートまたは 

16Gb FC × 4 ポート 

コントローラ 1 台につき、4 ポートの 32Gb FC 光ファイバ 

4 ポート 25Gb iSCSI 

拡張ドライブの提供でサポート

されるドライブシェルフ 

DE212C（2RU、12 ドライブ）：3 台の拡張シェルフで最大、E2812 コ

ントローラシェルフと同じドライブタイプをサポートしています。 

DE224C（2RU、24 ドライブ）：最大 3 台の拡張シェルフ。E2824 コン

トローラシェルフと同じドライブタイプをサポートします。 

DE460C（4RU、60 ドライブ）：最大 2 台の拡張シェルフ。E2860 コン

トローラシェルフと同じタイプのドライブをサポートします。 

DE6600（4RU、60 ドライブ）：最大 2 台の拡張シェルフ。E2824 また

は E2812 コントローラドライブシェルフと同じドライブタイプをサポー

トします。 

注：は、SAS 2（6Gbps）の転送速度のみをサポートしています。 

DE5600（2RU、24 ドライブ）：拡張シェルフ × 3、E2824 コントロー

ラシェルフと同じドライブタイプをサポートします。 

注：は、SAS 2（6Gbps）の転送速度のみをサポートしています。 

DE1600（2RU、12 ドライブ）：最大 3 台の拡張シェルフ。NL-SAS 

ドライブタイプのみをサポートします。 

注：は、SAS 2（6Gbps）の転送速度のみをサポートしています。 

ハイアベイラビリティ（HA）機能 I/Oパスの自動フェイルオーバーに対応したデュアル アクティブ コント

ローラです。 

RAID 0、1（4 ドライブ以上の場合は 10）、5、6、DDP をサポート 

注：RAID 3 ボリュームは CLI からのみ作成できます。詳細について

は、System Manager のオンラインヘルプで「  Using the create 

volume group wizard 」を検索してください。 

冗長化されたホットスワップ対応のストレージコントローラ、ディス

ク、電源ファンキャニスター。 

データ キャッシュのミラーリング、フラッシュ メモリへのバッテリ バ

ックアップ式デステージ 

現在サポートされているドライブの可用性情報とドライブ容量（FDE、FIPS）別の暗号化機能について

は、Hardware Universe を参照してください。 

追加情報については、データシート - NetApp E2800 シリーズを参照してください。 

http://hwu.netapp.com/Home/Index
https://www.netapp.com/pdf.html?item=/media/7573-ds-3805.pdf
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コントローラホストインターフェイス機能 

E2800 コントローラには、デフォルトで 2 つのイーサネット管理ポートが搭載されています。これらの

ポートはアウトオブバンドシステム管理アクセスを提供し、ホスト接続用の光ファイバ FC/iSCSI ベース

ボードポートを 2 つまたは RJ-45 iSCSI ベースボードポートを 2 つ搭載しています。E シリーズ E2800 

コントローラでは、次の 7 つの HIC オプションもサポートされています。 

• 10Gb iSCSI Base-T × 2 ポート（Base-T オンボードホストポートを搭載したコントローラでのみサ

ポート） 

• 12Gb SAS × 2 ポート（SAS 3 コネクタ） 

• 12Gb SAS × 4 ポート（SAS 3 コネクタ） 

• 2 ポートの光 HIC：16Gb FC または 10Gb iSCSI として構成できます 

• 16Gb FC または 10Gb iSCSI として構成できる 4 ポート光 HIC 

• 4 ポートの 32Gb FC 光ファイバ HIC 

• 4 ポート 25Gb iSCSI 光ファイバ HIC 

注 ：ソフトウェア機能パックを現場で適用して、光ベースボードポート、2 ポートまたは 4 ポート
の 16Gb FC、または 10Gb iSCSI 光 HIC のホストプロトコルを変更できます。ただし、32Gb 

FC HIC と 25Gb iSCSI HIC はプログラムできません。また、SANtricity System Manager GUI ま
たは SMcli インターフェイスを使用して、コントローラごとに 1 つのポートで 25GB iSCSI ポ

ート速度を手動で設定する必要があります。1 つのポートを変更すると、HIC の 4 つのポートが

すべて自動的に変更されます。 

ベースボードおよび HIC プロトコルを変更 するためのソフトウェア機能パックの入手および適用手順

については、E シリーズおよび SANtricity のドキュメントリソースページを参照してください。ページ

の Upgrading > Hardware Upgrade セクションで、Changing the Host Protocol を選択し、Converting 

E2800 Host Protocol ドキュメントをダウンロードします。 

光 32Gbps FC HIC と 25Gbps iSCSI HIC では、FC オプションと iSCSI オプションを 2 つ含む複数の 

SFP オプションがサポートされます。16Gb FC または 10Gb iSCSI ベースポートには 2 つのオプション

があります。表 14 に 、FC オプションの詳細を示します。 
 

表 14）FC ホストインターフェイスポートの速度と関連付けられている SFP 
 

HICプロトコル 32Gbps SFP 16Gbps SFP 8Gbps SFP 

32Gbps FC 32GBps / 16Gbps 16Gbps / 8Gbps です 使用不可 

16Gbps FC ベースポート 使用不可 16Gbps / 8Gbps / 4Gbps 8Gbps / 4Gbps 

表 15 に、取り付けられている SFP に基づく iSCSI ポート速度の詳細を示します。16Gbps FC / 

10Gbps iSCSI ベースポートの場合は、Unified SFP のパーツ番号「 X-48895-00-R6 」を使用します

1Gbps iSCSI ベースポートの場合は、SFP パーツ番号 X-48896-00-C を使用します 

注： Unified SFP は 1Gb iSCSI をサポートしていません。4 / 8 / 16Gb FC と 10Gb iSCSI をサポートし

ています。 
 

表 15）iSCSI ホストインターフェイスポートの速度と関連する SFP 
 

HICプロトコル 25Gbps SFP 10Gbps SFP（統合 SFP） 1Gbps SFP 

25Gbps iSCSI の場合 25Gbps / 10Gbps * 使用不可 使用不可 

10Gbps の iSCSI ベースポ

ート 

使用不可 10GB/秒 1Gbps 

* 「 iSCSI のセットアップ」セクションの SANtricity System Manager を使用して、ポート速度を 

25Gbps から 10Gbps または 10Gbps から 25Gbps に変更する必要があります。必要に応じて、コント

ローラごとに 1 つの HIC ポートを SFP とスイッチポートの設定に合わせて変更します。各コントロー

http://mysupport.netapp.com/eseries
http://mysupport.netapp.com/eseries
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ラの残りの HIC ポートは、手動で変更したコントローラごとに 1 つのポートに合わせて自動的に変更さ

れます。 

光接続の場合は、実装ごとに該当する SFP を注文する必要があります。使用可能なホストインターフェ

イス機器の一覧については、Hardware Universe を参照してください。 

注： デュプレックス構成の場合は、両方のコントローラを同一に設定する必要があります。 

図 42 は、7 つの HIC オプションを示しています。 
 

図 42）E2800 の光ベースポート HIC オプション 
 

 

図 43 は、ベースボードホストポートが 10Gb iSCSI Base-T の場合に使用できる HIC のオプションを示し

ています 

http://hwu.netapp.com/Home/Index
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図 43）Base-T iSCSI オンボードホストポートを搭載した E2800：HIC オプション 
 

 
注 ：HIC のオプションはどれも、25GB iSCSI を除くリンク速度の自動ネゴシエーションをサポ

ートしています。その場合、SANtricity System Manager または SMcli を使用して、ポート速

度を手動で設定する必要があります。 

ハードウェア LED の定義  

E2800 コントローラシェルフの LED 

E2800 コントローラシェルフの前面には、シェルフ、オペレータディスプレイパネル（ODP）、シェルフ

の背面、電源ファンキャニスター、コントローラキャニスターの LED ステータスインジケータがありま

す。新しい E2800 シェルフ ODP には、シェルフ ID を示すデジタル表示ディスプレイも 2 つ搭載されて

います。ODP の LED はシステム全体の状態を示し、電源ファンキャニスターの LED は個々のユニットの

ステータスを示します。 

図 44 は、E2812 / E2824 コントローラシェルフの ODP を示しています。図 45 は、E2860 コントロ

ーラシェルフの ODP を示しています。 
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図 44）E2824 コントローラシェルフと E2812 コントローラシェルフの前面パネル 
 

 
図 45）E2860 コントローラシェルフの前面パネルに搭載された ODP 
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表 16 に、E2800 コントローラシェルフの ODP LED を示します。 
 

表 16）E2800 コントローラシェルフの LED の詳細（前面パネル） 
 

LED名 色 LEDオン LEDオフ 

電力 緑 電源が入っています。 電源がありません。 

注意 黄 コントローラシェルフのコンポーネ

ントを点検する必要があります。 

正常ステータス 

場所を特定 ブルー シェルフの物理的な場所を確認する

アクティブな要求があります。 

正常ステータス 

注 ：シェルフ ID 機能では、シェルフを識別するための数値が表示されます。デジタル表示ディス

プレイが 2 つ表示されるので、00~99 の値を指定できます。 

 

電源 / ファン キャニスター ステータス： 

E2824 コントローラシェルフと E2812 コントローラシェルフの電源ファンキャニスターは同じです。背

面パネルの LED を図 46 に 示し、表 17 に示します。 
 

図 46）E2824 と E2812 の電源ファンキャニスターの LED（背面） 

 
 

電源キャニスターとファンキャニスターは、E2860 コントローラシェルフとは別になっています。各

背面パネルの LED を図 47 に示し、表 17 で定義します。 
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図 47）E2860 の電源キャニスターの LED（背面図） 

 
表 17）E2812、E2824、E2860 コントローラシェルフの電源とファンキャニスターの LED の説明 

 

LED名 色 LEDオン LEDオフ 

電力 緑 AC 電源が供給されています。 AC がありません。 

注意 黄 電源装置または内蔵ファンで障

害が発生しています。 

正常ステータス 

 

E2800 コントローラキャニスターの LED 

E2800 コントローラキャニスターには、いくつかの LED ステータスインジケータがあります。モジュー

ルの左側にある LED は、コントローラの全体的なステータスとオンボードホストポートを表していま

す。モジュールの右側の LED は、ドライブ拡張ポートとオプションの HIC ポートを指します。 

ホストポートのステータスは、ポートの LED を直接確認するか、SANtricity の System Manager GUI 

を使用して確認できます。Controller Settings（コントローラ設定）ダイアログボックス（図 48）の 

Host Interfaces（ホストインタフェース）タブには、ストレージシステムに接続されている各ホスト 

I/O インタフェースのステータスの詳細が表示されます。 
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図 48）Controller settings（コントローラ設定）ダイアログボックス 

 

コントローラベースポートのステータス LED 

図 49 は、E2800 コントローラキャニスターの左側にある、RJ-45 iSCSI ベースボードホストポートを

搭載したオンボード LED ステータスインジケータを示しています。ほとんどの LED は、障害が発生す

ると点灯します。ただし、キャッシュアクティブ LED はキャッシュがアクティブである場合には点灯

します。デジタル表示 LED には、正常動作時と障害発生時の両方のステータスコードが表示されま

す。最初のデジタル表示 LED 内のドットは、コントローラ間通信リンクが確立されると点灯する、コ

ントローラのハートビートインジケータです。2 つ目のデジタル表示 LED 内のドットは、診断コードを

示すために点灯します。それ以外の場合は、シェルフ ID が表示されます。 
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図 49）RJ-45 iSCSI ホストポートを搭載した E2800 コントローラキャニスターの左側にある LED 

 

表 18 に、ベースボードホストインタフェースポートの LED を示します（図 49 の LED 1 ～ 4）。こ

れらの LED は、ストレージ・システムとホスト側ハードウェア間の各リンクの接続ステータスを示し

ます。 
 

表 18）iSCSI RJ-45 ベースボードホストポートの LED の定義 
 

LED名 色 LEDオン LEDオフ 

ホストポートのリンク状態（左

上） 

緑 リンクが稼働しています。 リンクが停止しています。 
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LED名 色 LEDオン LEDオフ 

ホストポートのリンクア

クティビティ（右上） 

緑 リンクアクティビティ。 リンクアクティビティはあ

りません。 

表 19 に、コントローラのイーサネット管理ポート LED を示します（図 49 の LED 5 ～ 8）。 
 

表 19）イーサネット管理ポートの LED の詳細 
 

LED名 色 LEDオン LEDオフ 

イーサネット管理ポートの

リンク状態（左上） 

緑 リンクが稼働しています。 リンクが停止しています。 

イーサネット管理ポートのリ

ンクアクティビティ（右上） 

緑 点滅：リンクは動作中

です。 

リンクアクティビティはあ

りません。 

表 20 に、コントローラのステータス LED を示します（図 49 の LED 9 ～ 15）。 
 

表 20）コントローラ基本機能の LED の詳細 
 

LED名 色 LEDオン LEDオフ 

active : 緑 キャッシュにデータを書き

込みます。 

正常ステータス 

場所を特定 ブルー エンクロージャの場

所を確認する要求が

アクティブです。 

正常ステータス 

注意 黄 コントローラキャニス

ターに何らかの障害が

あります。 

正常ステータス 

アクティビティ 緑 点滅：コントローラがアク

ティブです。 

コントローラが稼働してい

ません。 

ハートビート（デジタル表示 

LED の上の数字、右下） 

黄 点滅：ハートビート。 コントローラが稼働してい

ません。 

診断（デジタル表示 LED 

の左下の数字） 

黄 デジタル表示ディスプレ

イに診断コードが表示さ

れます。 

デジタル表示ディスプレイ

にシェルフ ID が表示され

ます。 

デジタル表示LED 黄 • 診断 LED が消灯してい

る場合のシェルフ ID 。 

• 診断 LED が点灯してい

る場合の診断コード。 

コントローラの電源が入っ

ていません。 

図 50 は、E2800 コントローラキャニスターの左側にあるオンボード LED ステータスインジケータと、

16Gb FC または 10Gb iSCSI ベースボードホストポートの LED を示しています。 



58 NetApp E シリーズ E2800 アレイの概要 © 2021 NetApp, Inc. All rights reserved. 
 

 
 

図 50）16Gb FC / 10Gb iSCSI ホストポートを搭載した E2800 コントローラキャニスターの左側にある LED 

 

表 21 に、ベースボードホストインタフェースポートの LED （図 50 の LED 1 ～ 4）を示します。こ

れらの LED は、ストレージ・システムとホスト側ハードウェア間の各リンクの接続ステータスを示し

ます。 
 

表 21）16GB FC / 10Gb iSCSI ベースボードホストポートの LED の定義 
 

LED名 色 LEDオン LEDオフ 

ホストポートのリンク / 

アクティビティ 

緑 • 点灯：アクティビティなしで

リンクアップします。 

• 点滅：アクティビティにリン

クアップしています。 

リンクが停止しています。 

ホストポートの注意事

項 

黄 ポートにはオペレータの注意

が必要です。 

正常ステータス 

 

ドライブ側SAS拡張ポート 

E2800 コントローラキャニスターには、拡張ドライブシェルフを E2800 コントローラシェルフに接続す

るために使用する SAS 拡張ポートが 2 つ搭載されています。図 51 は、SAS 拡張ポートの LED を示し

ています。 
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図 51）ドライブ拡張ポートの LED（HIC が取り付けられていない場合） 

 

表 22 に、各ドライブ側 LED を示します（図 51 の LED 1 ～ 4）。 
 

表 22）ドライブ拡張ポートの LED の詳細 
 

LED名 色 LEDオン LEDオフ 

ドライブ拡張エラー 黄 出力ポートの 4 つの PHY のう

ち少なくとも 1 つは機能して

いますが、別の PHY が拡張出

力コネクタへの同じリンクを確

立できません。 

ポートが最適です（ポートの

すべての PHY が動作してい

ます）。 

ドライブ拡張リンク 緑 リンクが稼働しています。 リンクが停止しています。 

 

E2800 オプションのホストインターフェイスカード 

E2800 では、SAS、FC、iSCSI など、複数のホストインターフェイス拡張オプションがサポートされてい

ます。 

• 図 42 に示すよう に、ベースボードホストポートが光ファイバである場合は、5 つの HIC オプション

をすべて選択できます。 

• 図 43 に示すよう に、ベースボードホストポートが 10Gb iSCSI Base-T である場合は、2 ポートの 

10Gb iSCSI Base-T HIC または 2 ポートと 4 ポートの 12Gb SAS 拡張 HIC のみがサポートされます。 
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2 ポート 10Gb iSCSI RJ-45 HIC LED 

2 ポートの 10Gb iSCSI 銅線 HIC には、図 52 に示すように 2 つの標準 RJ-45 コネクタがあり、スイッチ

への接続やホストへの直接接続には標準の RJ-45 Twinax ケーブルを使用します。 
 

図 52）2 ポート 10Gb iSCSI RJ-45 HIC の LED 

 
 

表 23 に 、2 ポートの 10Gb iSCSI HIC の LED を示します。 

メモ： ドライブ拡張ポートの LED は 、表 22 で定義されています。 
 

表 23）2 ポートの 10Gb iSCSI HIC の LED の定義 
 

LED名 色 LEDオン LEDオフ 

ホストポートのリンク状態（左

上） 

緑 リンクが稼働しています。 リンクが停止していま

す。 

ホストポートのリンクアクティ

ビティ（右上） 

緑 リンクアクティビティ。 リンクアクティビティは

ありません。 

 

2 ポートおよび 4 ポートの 12Gb SAS HIC LED 

図 53 および図 54 は、4 ポートと 2 ポートの 12Gb SAS HIC の LED を示しています。LED は 4 ポート 

SAS HIC についてのみ出力され、2 ポートの HIC LED も同じです。 

注 ：SAS 拡張 HIC はどちらの E2800 コントローラモデルでも同じです。図 53 は、E2800 コン
トローラと 2 ポートのオンボード光ポート、およびオプションの 4 ポート SAS HIC を搭載し

た構成を示しています。 
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図 53）4 ポート 12Gb SAS HIC の LED 

 
図 54）2 ポート 12Gb SAS HIC の LED 

 
 

表 24 に、12Gb SAS HIC の LED を示します。 

メモ： 表 22 に、ドライブ拡張ポートの LED を示します。 
 

表 24）2 ポートおよび 4 ポートの 12Gb SAS HIC LED の詳細 
 

LED名 色 LEDオン LEDオフ 

ドライブ拡張リンク 緑 リンクが稼働しています。 リンクが停止しています。 

ドライブ拡張エラー 黄 出力ポートの 4 つの PHY のう

ち少なくとも 1 つは機能して

いますが、別の PHY が拡張出

力コネクタへの同じリンクを確

立できません。 

ポートが最適です（ポートの

すべての PHY が動作してい

ます）。 
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2 ポートおよび 4 ポートの光 HIC（16Gb FC または 10Gb iSCSI）LED 

E2800 コントローラは、16Gb FC プロトコルまたは 10Gb iSCSI プロトコルを提供する 2 ポートまた

は 4 ポートの光 HIC をサポートします。2 ポート HIC は、4 ポート HIC と機能的には同じです。4 ポ

ートの HIC とデュアルコントローラを使用する E2800 ストレージシステムでは、最大 12 個の 16Gb 

FC ポートまたは 12 個の 10Gb iSCSI ポート、または 16Gb FC ポートと 10Gb iSCSI ポートを混在さ

せることができます。 

図 55 と図 56 は、4 ポートおよび 2 ポートの光 HIC の LED を示しています。LED は 4 ポート光 HIC 

についてのみ出力され、2 ポートの HIC LED も同じです。 
 

図 55）4 ポート光 HIC の LED（16Gb FC または 10Gb iSCSI） 

 
 
 

図 56）2 ポート光 HIC の LED（16Gb FC または 10Gb iSCSI） 

 
 

表 25 に、2 ポートおよび 4 ポート光 HIC（16Gb FC または 10Gb iSCSI）の LED を示します。 

メモ： 表 22 に、ドライブ拡張ポートの LED を示します。 

    

 
    

  

  
 

         

LNK LNK 

LNK 0cLNK 0d 

EXP1    EXP2 
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表 25）2 ポートおよび 4 ポートの光 HIC（16Gb FC または 10Gb iSCSI）LED の詳細 
 

LED名 色 LEDオン LEDオフ 

ホストポートのリンク / 

アクティビティ 

緑 • 点灯：アクティビティなしで

リンクアップします。 

• 点滅：アクティビティにリン

クアップしています。 

リンクが停止しています。 

ホストポートの注意事

項 

黄 ポートにはオペレータの注意

が必要です。 

正常ステータス 

 

4 ポート 32Gb FC HIC の LED 

SANtricity 11.50 以降の E2800 コントローラでは、4 ポート 32Gbps FC HIC をサポートしており、

32Gbps SFP または 16Gbps SFP を使用して 16Gbps に自動ネゴシエートできるようになりました。新

しい 32Gb FC HIC では、スイッチへの接続やホストへの直接接続に、OM4 ファイバケーブルが必要で

す。図 57 は、4 ポート 32Gbps FC HIC の LED を示しています。 
 

図 57）4 ポート 32Gb FC HIC の LED 

 
 
表 26 に、4 ポート 32Gbps FC HIC の LED を示します。 

 

表 26）4 ポート 32Gbps FC HIC の LED の詳細 
 

LED名 色 LEDオン LEDオフ 

ホストポートのリン

ク / アクティビティ 

緑 • 点灯：アクティビティなしでリンクアップします。 

• 点滅：アクティビティにリンクアップしています。 

リンクが停止してい

ます。 

ホストポートの注意

事項 

黄 ポートにはオペレータの注意が必要です。 正常ステータス 

メモ ：ポート 0d、0e、0f に対してポート 0c の LED の定義を繰り返します。 

 

4 ポート 25GB iSCSI HIC の LED 

SANtricity 11.50 以降の E2800 コントローラは 4 ポート 25Gbps iSCSI HIC をサポートしています。この 

HIC は、25Gbps SFP（25Gbps SFP は 10Gbps）を変更せずに SANtricity System Manager を使用して各
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コントローラのポート速度を変更することで、10Gbps で実行できる機能を備えています。新しい 25Gb 

iSCSI HIC は、スイッチへの接続またはホストへの直接接続に OM4 ファイバケーブルを必要とします。

図 58 は、4 ポート 25Gbps iSCSI HIC の LED を示しています。 
 

図 58）4 ポート 25GB iSCSI HIC の LED 

 
 

 
表 27 は、4 ポート 25GB iSCSI HIC の LED の定義を示しています。 

 

表 27）4 ポート 25Gb iSCSI HIC の LED の定義 
 

LED 速度（左

側） 

LED アクティビ

ティ（右側） 

リンク速度 色 

オン オン リンクは 25Gbps で動作し、アクティビ

ティはありません 

緑 

点滅 リンクは 25Gbps で動作しており、ア

クティブ I/O が進行中である 

緑 

オフ オン リンクは 10Gbps で動作し、アクティビ

ティはありません 

緑 

点滅 アクティブ I/O が進行中の、10Gbps で

リンクが動作しています 

緑 

オフ オフ リンクが停止 該当なし 

メモ ：ポート 0d、0e、0f に対してポート 0c の LED の定義を繰り返します。 

 

シェルフ ID を ODP 押しボタンで設定します 

コントローラシェルフとドライブシェルフのシェルフ ID は、ODP プッシュボタンを使用して外部から

変更できます。図 59, 図 60, 図 61 は、E2812（DE212C）、E2824（DE224C）、および E2860

（DE460C）のプッシュボタンをそれぞれ示しています。 
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図 59）E2812 または DE212C の ODP（前面ベゼルまたは背面カバーを取り外した状態） 

 

図 60）E2824 または DE224C の ODP（前面ベゼルまたは背面カバーを取り外した状態） 
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図 61）E2860 または DE460C での RAID-DP（前面ベゼルを取り外した状態） 

 

シェルフ ID を変更するには、次の手順を実行します。 

1. シェルフの電源がオンになっていない場合は、オンにします。 

2. 前面ベゼルまたは左側のエンドキャップを取り外して、ODP プッシュボタンの位置を確認します。 

3. デジタルディスプレイの 1 桁目の数字が点滅するまでボタンを押し続け、シェルフ ID の 1 桁目の数

字を変更します。点滅までに 2 ～ 3 秒かかります。 

4. ID の点滅に 2 ～ 3 秒以上かかる場合は、ボタンをもう一度押してください。この操作により、シェル

フ ID プログラミングモードがアクティブになります。 

5. 0 ～ 9 の範囲で目的の番号になるまで、ボタンを押して番号を伝えます。1 桁目の数字は点滅し続け

ます。 

6. デジタルディスプレイの 2 番目の数字が点滅するまでボタンを押し続け、シェルフ ID の 2 桁目の数

字を変更します。点滅までに 2 ～ 3 秒かかります。デジタルディスプレイの 1 桁目の数字の点滅が停

止します。 

7. 0 ～ 9 の範囲で目的の番号になるまで、ボタンを押して番号を伝えます。2 桁目の数字は点滅し続け

ます。 

8. 2 桁目の数字が点滅しなくなるまでボタンを押し続けてプログラミングモードを終了し、希望する番

号をロックします。点滅が停止するまで 2 ～ 3 秒かかります。 

9. 残りのシェルフごとに、手順 1~8 を繰り返します。 

注 ：シェルフ ID は SANtricity System Manager を使用して変更することもできます。 

E2800 ストレージシステムおよび関連ハードウェアの追加情報について は、E シリーズおよび 

SANtricity のドキュメントリソースページにある E2800 シリーズのドキュメントを参照してください。 

 

ドライブ シェルフ 

E2800 コントローラシェルフでは、シェルフモデル（DE212C、DE224C、DE460C）に基づく 12 本、

24 本、60 本のドライブがサポートされますが、コントローラシェルフに拡張ドライブシェルフを追加

することでシステム容量をさらに拡張することができます。E2800 は合計 4 台までのシェルフ、コント

ローラシェルフ、および 3 台の拡張ドライブシェルフをサポートし、最大 180 本の HDD（120 本の 

SSD）を搭載できます。表 28 に 、ドライブシェルフのオプションを示します。 
 

表 28）E2800 のドライブシェルフオプション 
 

プロパティ DE212C DE224C DE460C DE1600 DE5600 DE6600 

フォーム ファクタ 2RU 2RU 4RU 2RU 2RU 4RU 

ドライブ容量 3.5インチ 2.5インチ 3.5インチ 3.5インチ 2.5インチ 3.5インチ 

http://mysupport.netapp.com/eseries
http://mysupport.netapp.com/eseries
http://mysupport.netapp.com/eseries
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プロパティ DE212C DE224C DE460C DE1600 DE5600 DE6600 

 2.5 インチ

（ブラケッ

ト付き） 

 2.5 インチ

（ブラケッ

ト付き） 

  2.5 インチ

（ブラケット

付き） 

ドライブ タイプ： NL-SAS 

SSD 

SAS SSD SAS 

NL-SAS 

SSD 

NL-SAS SAS SSD SAS 

NL-SAS SSD 

合計ドライブ数 12 24 60 12 24 60 

ドライブ インター

フェイス： 

12Gb SAS 12Gb SAS 12Gb SAS 6Gb SAS 6Gb SAS 6Gb SAS 

注 ：DE1600、DE5600、および DE6600 は、E2700 / E5400 / E5500 / E5600 から E2800 

へのインプレースデータ移行の一環としてのみサポートされます。 

 

ドライブシェルフ構成 

E2800 コントローラは 6 台の E シリーズシェルフすべてとペアリングすることができ、シェルフは同

じストレージシステム内に混在させることができます。古い 6Gb SAS 2 ドライブシェルフ（DE1600、

DE5600、および DE6600）については、本ドキュメントでは詳しく説明していません。詳細について 

は、E シリーズディスクシェルフのドキュメントを参照してください。ここでは、12Gb SAS 3 ドライ

ブシェルフ（DE212C、DE224C、および DE460C）に関する詳細情報を記載します。 

 

DE212C ドライブシェルフ 

DE212C は、3.5 インチドライブを 12 台まで、またはアダプタ搭載 2.5 インチ SSD を搭載した 2RU 

シェルフです。2 つの高速 12Gb SAS 3 I/O モジュール（IOM）と 2 つの Energy Star Platinum 認定の

高効率電源装置（913W）を搭載し、ファン一体型のデュプレックスシステムを構成しています。ホッ

トスワップ対応のコンポーネントで、完全な冗長性を実現しています。 

図 62, 図 63, 図 64 は DE212C ドライブシェルフの前面と背面を示しています。 
 

図 62）DE212C の前面図とエンドキャップ 

 
 
 

図 63）DE212C の前面図（エンドキャップなし） 

 

http://mysupport.netapp.com/documentation/productlibrary/index.html?productID=61478
http://mysupport.netapp.com/documentation/productlibrary/index.html?productID=61478
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図 64）DE212C の背面図 

 
DE224C ドライブシェルフ 

DE224C は、最大 24 本の 2.5 インチドライブを搭載できる 2RU シェルフです。2 つの高速 12Gb SAS 

3 IOM と 2 つの ENERGY STAR Platinum 認定高効率電源装置（913W）を搭載し、ファン一体型のデュ

プレックスシステムを構成しています。ホットスワップ対応のコンポーネントで、完全な冗長性を実現

しています。 

図 65, 図 66, 図 67 は、DE224C ドライブシェルフの前面と背面を示しています。 
 

図 65）エンドキャップを使用した DE224C の前面図 

 

 
図 66）エンドキャップなし DE224C の前面図 

 

 
図 67）DE224C の背面図 

 
 

DE460C ドライブシェルフ 

DE460C は、最大 60 本の 3.5 インチドライブまたは 2.5 インチドライブを搭載した 4RU シェルフで

す。2 つの高速 12Gb SAS 3 IOM と 2 つの Energy Star Platinum 認定の高効率電源装置（2325W）を搭

載し、デュプレックスシステムには独立したデュアルファンモジュールを搭載しています。コントロー

ラ、電源、冷却の観点からは、ホットスワップ対応のコンポーネントを使用して完全に冗長化されてい

ます。ドライブのメンテナンスに関しては、稼働中のドロワーを開き、開いているスロットに新しいド

ライブを挿入するか、障害が発生したドライブをドロワー内の別の実行中のドライブに無停止で交換し

ます。 

図 68 、図 69、図 70 は DE460C ドライブシェルフの前面と背面を示しています。 
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図 68）ベゼルを含む DE460C の前面 

 
図 69）ベゼルを含まない DE460C の前面 

 
 
 

図 70）DE460C の背面 

 
 

IOM の LED の定義 

図 71 は、4 ポート 12Gb SAS 3 IOM の LED を示しています。LED が強調表示されるのは、SAS 拡張ポ

ート 1 および IOM のみです。SAS 拡張ポート 2~4 には、同様の LED があります。 
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図 71）IOM の LED 

 

表 29 に 、IOM の LED を示します。 
 

表 29）IOM の LED の詳細 
 

LED名 色 LEDオン LEDオフ 

ドライブ拡張リンク 緑 リンクが稼働しています。 リンクが停止しています。 

ドライブ拡張エラー 黄 出力ポートの 4 つの PHY のう

ち少なくとも 1 つは機能して

いますが、別の PHY が拡張出

力コネクタへの同じリンクを確

立できません。 

ポートが最適です（ポートの

すべての PHY が動作してい

ます）。 

注意 黄 IOM に障害があります。 正常ステータス 

場所を特定 ブルー エンクロージャの場所を確認す

る要求がアクティブです。 

正常ステータス 
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ドライブ LED の定義 

図 72 と 図 73 は、E2812 と E2824 のドライブキャリアの LED をそれぞれ示しています。 
 

図 72）E2812 ドライブキャリアの LED 
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図 73）E2824 ドライブキャリアの LED 

 
 

表 30 に 、ドライブの LED を示します。 
 

表 30）E2812 と #2824 のドライブ LED の詳細 
 

LED名 色 LEDオン LEDオフ 

アクティビティ 緑 ドライブに電源が入っていま

す。 

ドライブに電力が供給されてい

ません。 

緑で点滅 ドライブに電源が入っており、

I/O が処理中です。 

処理中の I/O はありません。 

注意 黄 ドライブの機能にエラー

が発生しました。 

正常ステータス 

注意 黄色で

点滅 

ドライブの位置を確認してオン

にします 

正常ステータス 

DE460C シェルフでは、ドライブのアクティビティ LED と警告 LED がドロワーに表示されます（図 

74）。ドロワーが開いているときに表示される警告 LED（図 75）があります。ドロワーとシェルフに

も、ドライブの場所を示す警告 LED があります（図 74）。ドライブアクティビティ LED は、障害が

発生したドライブに対しては点灯しません。 
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図 74）E2860 のシェルフとドロワーの警告 LED 
 

 
 

図 75）E2860 ドライブ警告 LED 

 
 
 

表 31 は、E2860 のドライブ、ドロワー、およびシェルフの LED を示しています。 
 

表 31）E2860 ドライブの LED の定義 
 

LED名 色 LEDオン LEDオフ 

ドライブのアクティビ

ティ 

緑 ドライブに電源が入っていま

す。 

ドライブに電力が供給されて

いないか、ドライブの機能に

エラーが発生しています。 

緑で点滅 ドライブに電源が入ってお

り、I/O が処理中です。 

ドライブに電力が供給されて

いないか、ドライブの機能に

エラーが発生しています。 

シェルフ警告 黄 ドライブの機能にエラー

が発生しました。 

正常ステータス 

ドロワーの警告 黄 ドライブの機能にエラー

が発生しました。 

正常ステータス 

ドロワーの警告 黄色で点滅 ドライブの位置を確認してオ

ンにします 

正常ステータス 

ドライブ注意 黄 ドライブの機能にエラー

が発生しました。 

正常ステータス 

ドライブ注意 黄色で点滅 ドライブの位置を確認してオ

ンにします 

正常ステータス 
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Greenfield のインストール 

E2800 ストレージシステムでは、シングルスタックとデュアルスタックの 2 つのケーブル接続方法を使

用します。シングルスタック方式を使用 するのは、図 76 に示すように、ストレージシステムにコント

ローラシェルフと 1 台のドライブシェルフがある場合のみです。 
 

図 76）E2800 のシングルスタックシステム構成 
 

 
 

複数のドライブシェルフを搭載した E2800 ストレージシステム、または SAS 3 と SAS 2 のドライブシ

ェルフが混在した E2800 ストレージシステムでは、デュアルスタックのケーブル接続方法を使用します

（図 77）。 

注：パフォーマンスを最適化するには、SAS 2 および SAS 3 のドライブシェルフを別々のスタックに分

離する必要があります。 
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図 77）SAS 3 シェルフと SAS 2 シェルフを使用した E2800 ストレージシステムのデュアルスタック構成 
 

 

シンプレックスコントローラシステムの 場合、図 76 と図 77（青のパス）のように A 側コントローラ

に同じケーブル接続方法を使用します。これは、システムに搭載されているドライブシェルフが 12Gb 

ドライブシェルフであるのに対し、6Gb シェルフが同じ E2800 コントローラシェルフで接続されてい

るのと同じです。 

注 ：12Gb と 6Gb の拡張ドライブシェルフが混在する場合にのみ、デュアルスタックケー

ブル接続を使用してください。それ以外の場合は、すべての拡張ドライブシェルフが新

世代の 12Gb シェルフである場合に、シングルスタックケーブル接続を使用します。 

ドライブシェルフを正しくケーブル接続しないと、ストレージシステムでセミロックダウン状態にな

り、ケーブル接続問題が解決されるまでシステム構成を変更できなくなる可能性があります。 

 

ドライブシェルフのホットアド 

E シリーズストレージシステムでは、実行中のストレージシステムに拡張ドライブシェルフとドライブ容

量を追加できます。新しいドライブシェルフを追加したときに既存のドライブシェルフのデータ可用性が

失われないようにするには、ネットアップが推奨するケーブル配線のベストプラクティスに従ってストレ

ージシステムをケーブル接続する必要があります。ドライブシェルフから独立した SAS チャネルパスが 2 

つ必要になります。これにより、1 つのパスがストレージシステムに追加されたときに、もう 1 つのパス

で既存のシェルフからデータを利用できるようになります。 

ストレージシステムにドライブシェルフが追加されたら、SANtricity を使用して、既存のボリュームグルー

プとディスクプールに容量を追加したり、ボリュームグループとディスクプールを作成したりできます。 

既存の E シリーズストレージシステムにドライブシェルフを追加する場合は、『 E-Series Hardware 

Cabling Guide 』に指定された順序で、特定のホットアドインストール手順に従うことが重要です。 

メモ ：既存の本番用 E シリーズシステムにドライブシェルフを追加する方法やサポートが必要な場

合は、http://mysupport.netapp.com/eseries にアクセスして「 Cable the Hardware 」リンクを

クリックするか、ネットアップのカスタマーサポートデリバリにお問い合わせください。 

図 78 および 図 79 は、ドライブシェルフをシステムの最後のシェルフとして追加したときのホットアド

接続を示しています。E2812 と E2824 は表示されます。E2860 のケーブル接続もほぼ同じです。 

http://mysupport.netapp.com/eseries
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図 78）ドライブシェルフの A 側ケーブル接続のホットアド 
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図 79）ドライブシェルフの B 側ケーブル接続のホットアド 
 

 
 

ベストプラクティス 

本番用ストレージシステムでのドライブシェルフのホットアドアクティビティについては、慎重に

計画してください。次の条件を満たしていることを確認します。 

• 既存の電源インフラストラクチャは、追加のハードウェアをサポートできます。 
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ベストプラクティス 

• 新しいシェルフのケーブル接続プランによって、コントローラ A とコントローラ B の SAS 拡

張パスが同時に中断されることはありません 

• 新しい拡張ポート 1 のパスが有効であることが確認され、新しいシェルフは、拡張パス 2 を切

断して新しいシェルフに移動する前に SANtricity 管理ソフトウェアで認識されます。 

注 ：手順で既存のドライブシェルフへのアクティブなパスを 1 つだけ保持しないと、I/O アクテ

ィビティ中に LUN のパフォーマンスが低下したり障害が発生したりする可能性があります。 

 

E シリーズ製品サポート 

NetApp E シリーズストレージシステムは、E シリーズシステムシェルフのシリアル番号（SN）で識別

されます。E シリーズシステムシェルフの個々のコントローラの SNS ではありません。E シリーズシ

ステムのサポートケースのログに使用できるのは E シリーズシステムシェルフの SN のみであるた

め、正しい SN を登録する必要があります。 

 

コントローラシェルフのシリアル番号 

E2800 ストレージシステムは、工場出荷時に事前に設定された状態で出荷されます（コントローラには 

HIC とバッテリが取り付けられ、コントローラはコントローラシェルフに取り付けられています）。シ

ャーシのシリアル番号は、シャーシ前面の右端のキャップの後ろにあるコントローラシェルフに貼られ

た白いラベルに記載されています。SN は 、図 80 に示す「 SN 」で識別されます。 
 

図 80）コントローラシェルフの SN 

 

 
SN はシェルフの UL ステッカーにも記載されています。ただし、ラックにシェルフを取り付けると、こ

のステッカーが見えなくなることがよくあります。 
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稼働中 のストレージシステムの場合、シャーシのシリアル番号は、SANtricity System Manager のサポート

タブを選択し、サポートセンターのタイルにカーソルを合わせることで確認できます（図 81 を参照）。 
 

図 81）SANtricity System Manager Support Center のシャーシのシリアル番号を示すタイル 

 
 

 
ライセンス キー 

E シリーズストレージアレイでは、2 種類のライセンスキーを使用します。キーファイルの 1 つはプ

レミアム機能用で、もう 1 つのタイプのキーファイルはストレージシステムの機能パックの変更（ホ

ストインターフェイスプロトコルの変更）に使用されます。E2800 の場合、設定不要ですべての機能

が有効になります。 

注意：輸出規制国で販売されているシステムでは、暗号化機能は無効です。 

E2800 コントローラに搭載された 2 ポート光ベースボード、または 2 ポートまたは 4 ポートの光ファ

イバ 16Gb FC または 10Gb iSCSI HIC では、機能パックキーを使用してホストインターフェイスプロ

トコルが FC から iSCSI に、または iSCSI から FC に変更されます。ストレージアレイ用に新しい機能

パックキーを生成するプロセスはプレミアム機能キーを生成するプロセスと同じですが、各パッケージ

の 11 桁のキーアクティブ化コードを追加料金なしで利用できます。このプロセスについて は、E シリ

ーズおよび SANtricity のドキュメントリソースページで、コントローラタイプ別のハードウェアのアッ

プグレード手順を参照してください。 

機能パックファイルをホストサーバーにダウンロードしたら、Change Feature Pack（機能パック

の変更）をクリックします（図 82）。プロンプトに従って、機能パックファイルを参照します

（図 83）。 

https://mysupport.netapp.com/eseries
https://mysupport.netapp.com/eseries
https://mysupport.netapp.com/eseries
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図 82）[Settings] > [System] ビューからの機能パックの変更 

 

図 83）機能パックの変更 

 
 

注：これにより、ストレージアレイがリブートします。新しいプロトコルは、システムがオンラ

インに戻ったあとにアクティブになります。 

ライセンスキーファイルへのアクセスに関する問題がある場合は、該当するストレージシステムに登録さ

れているコントローラシェルフのシリアル番号を使用して、ネットアップカスタマーサポートデリバリで

サポートチケットを開きます。 
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まとめ 

E シリーズ E2800 ストレージシステムは、高密度ドライブシェルフにより大容量を必要とするアプリケ

ーションの運用コストを削減すると同時に、わかりやすいわかりやすい SANtricity System Manager Web 

ベースの GUI を使用して、ストレージ利用率を向上させることができます。 

E2800 ストレージシステムは、バックアップ、ビデオ、分析環境などのシーケンシャルワークロードに対

してバランスのとれたスループットパフォーマンスを提供します。また、中小企業のデータセンターで、

要求の厳しい IOPS ワークロードにも対応します。ホスト接続インターフェイスが複数ある E2800 ベース

のストレージシステムは、ドライブの速度、容量、ストレージ機能を幅広く選択できるため、シンプルで

シームレスに幅広いワークロードに統合でき、コストやパフォーマンスの点で製品を合理化できること

が、お客様の成功に欠かせない要素となります。 

SANtricity Unified Manager の機能を使用すると、新しい世代のアレイをセキュアに管理できます。強化

された SANtricity セキュリティ機能により、多数の従業員を擁する大規模なエンタープライズ環境に最

適なだけでなく、小規模なチームがすべてをサポートする中小規模の環境でもセットアップを簡易化で

きます。 

 

詳細情報の入手方法 

このドキュメントに記載されている情報の詳細については、以下のドキュメントやWebサイトを確認

してください。 

• E-Series E2800のデータシート 

https://www.netapp.com/jp/media/ds-3881.pdf 

• E-SeriesシステムとSANtricityシステムのドキュメント センター 

https://docs.netapp.com/ess-11/index.jsp 

• Eシリーズおよび SANtricityのドキュメント リソース 

https://www.netapp.com/documentation/eseries-santricity/ 

 

バージョン履歴 
 

バージョン 日付 ドキュメントの改訂履歴 

バージョン1.0 2018年11月 SANtricity 11.50 から初版リリース 

バージョン1.1 2019年2月 SANtricity 11.50.1 リリース用に更新 

バージョン1.2 2019年6月 SANtricity 11.50.2 リリース用に更新 

バージョン1.3 2020年5月 SANtricity 11.60.2 リリース用に更新 

バージョン1.4 2021年7月 SANtricity 11.70.1 リリース用に更新 

https://www.netapp.com/us/media/ds-4079.pdf
https://docs.netapp.com/ess-11/index.jsp
https://www.netapp.com/documentation/eseries-santricity/
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本ドキュメントに記載されている、特定バージョンの製品と機能がお客様の環境でサポートされるかど
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NetApp IMTには、ネットアップがサポートする構成を構築するために使用できる製品コンポーネントや

バージョンが定義されています。サポートの可否は、お客様の実際のインストール環境が公表されてい

る仕様に従っているかどうかによって異なります。 
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